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OPENING REMARKS

by Mr Gianni BUQUICCHIO (Venice Commission)

Ladies and Gentlemen,

First of all, | am delighted that we are all gathered here together one year after the conference held
in Vienna in May 2011. As you can see, | have become something of an “habitué” of the European
Conferences of Electoral Management Bodies.

My regular presence is of course due to the interesting subjects under discussion as well as to the
quality of the participants and of the organisation, but it is primarily due to the importance of the
event and to the fact that | was very happy to see these regular meetings become institutionalised.

This conference is the major annual event for the Venice Commission in the electoral field, enabling
the main actors of the electoral process to meet and to share their experiences.

We have essentially created a network which not only involves all parts of Europe, but also goes far
beyond, and this prior to the extension of the Venice Commission’s activity on other continents.

Electoral administrations, after constitutional courts, were the pioneers in the Venice Commission’s
extra-European activities. Let me take this opportunity to welcome the delegation from Tunisia
which joins us for the first time.

I would like to thank the Estonian National Electoral Committee for the excellent organisation of this
event. The theme of new technologies is well chosen in a country which was among the first to
introduce one the most innovative systems in the field of elections, remote e-voting.

The issue of new technologies in the voting process has already been addressed by the European
Conference of Electoral Management Bodies. For example, we discussed e-voting at last year’s
conference in Vienna. However, this is the first time that a whole European conference of electoral
management bodies has been dedicated to new technologies in the electoral field — proof that
elections cannot be maintained outside the modern and living world. New technologies are part of
everyday life and are less and less stopped at the entrance to the polling stations. Voting registers
and counting centres can no longer be envisaged without computers.

Old concepts subsist, but their implementation gets adapted to our time. For example, the term
“wnoog’ is still used in Greek for the vote — it meant stone, and in the Antiquity stones were used for
voting. This does not of course mean that this system is still in use in Greece. Voting adapted to
paper and pencil, and now it is adapting to computer technology. This move applies to all stages of
the voting process, from the drawing up of voters’ lists to counting — and including the vote itself. All
these issues will be dealt with during this conference.

There are always people who are reluctant towards innovation as well as others who are
unsatisfied with the status quo. | would however guess that the members of the first category are
more numerous than those of the second one.

This has proved true -throughout history, including in the electoral field. | will not talk here about the
move from traditional monarchy to elective democracy, but only about electoral law.
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For example, when a member of the Parliament of Geneva made (in 1842) what is generally
considered to be the first parliamentary proposal for the introduction of the proportional system,
another parliamentarian asked whether he had any idea as to how his proposal, perhaps good in
theory, could be implemented . Scepticism is not new. Experience shows that what appeared to be
revolutionary some decades ago is how common practice.

Except perhaps for voting — to which | will come back later — we are no longer at the experimental
stage in the field of the application of new technologies to the voting process (considered broadly).
Electronic electoral registers as well as electronic vote counting have shown their advantages — but
they are far from perfect and must still be improved. This will be discussed during the seminar.

The same is also true for on-line training which is not part of the electoral process itself, but which
should not be neglected, as the training of election commissioners at all stages is often a difficult
challenge which must be faced by all possible means.

There is still much reluctance towards e-voting, and in particular remote e-voting. However, this
issue should no longer be considered theoretical, as it is now carried out in practice. We must also
balance the advantages and the drawbacks of remote e-voting in comparison to other forms of
remote voting. Problems common to all forms of remote voting, such as postal voting, should not be
considered as specific to e-voting.

There is for example the risk of violation of the secrecy of the vote in the place of voting. More to
the point, addressing innovation through the problems it causes (including its cost) is an extremely
conservative approach which makes progress impossible. The solutions it brings must not be
forgotten but underlined - in particular in terms of reliability and, also, of expenses which may be
avoided.

It is now time to wish you much success - | hope that this conference will help reducing scepticism
towards new ideas which should be soon considered as suitable options.

Thank you for your attention.
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FIRST WORKING SESSION

ELECTRONIC VOTERS’ LISTS AND REGISTERS OF VOTERS - NEW
TECHNOLOGIES FACILITATING REGISTRATION: ADVANTAGES AND
CHALLENGES

“Electronic residence registration and voter registration in Austria”

by Mr Gregor WENDA

Nation-wide elections

National Council Elections (max every 5 years)
Presidentiam Elections (max every 6 years)
European Elections (every 5 years)

Legal basis for nationa-wide elections:
Constitution and various federal acts

EEEEEEEEEEEEEEEEEEEEEEE

Provinces
« specific executive powers
« provincial parliaments with select legislative powers

» own provincial electoral authorities and electoral legislation (for
elections on provincial level)



BUNDESMINISTERIUM FUR INNERES

Austria‘s municipalities

2,357 municipalities

« maintain local election registers for federal elections

- maintain local election registers for provincial/municipal elections
- feed the Central Population Register “ZMR”

Federal Ministry of the Interior (BM.I)

Top administrative authority on the federal level and
“Election Management Body (EMB)*

Federal Minister of the Interior = Chair of the Federal Electoral Board (highest election commission
in Austria)

Austrian Law of Federal Ministries:

Federal Ministry of the Interior in charge of ‘“residence registration mattersand “electoral matters in
accordance with the Federal Constitution*

Creating the link between population and voter registration in Austria...
What we have today:
(electronic) Central Population Register
“slim” Central Election Register
Central European Election Register
What we do not have (yet):
compulsory national ID card for every citizen
uniform personal identification number for all life situations
entirely centralized election register
electronic voters’ lists
separate Citizens' Register
Central Population Register (“ZMR*)
“duty to register” in Austria

principle: after three days (hotel, private accomodation)

everybody residing in the country (not related to citizenship)



Austrians living abroad (“expatriates®)

data kept seperately authorities:
mayors in municipalities > appeals: Security Directorates; overall responsibility: Federal
Ministry of the Interior

Central Population Register (“ZMR)
“Zentrales Melderegister” (ZMR) as electronic data base
History:

Around the year 2000: scattered image (approx. 200 municipalities without IT infrastructure; approx.
70 different software partners of municipalities)

“ZMR” created in only 8 months (2000/2001)

interfaces for the integration of existing local registers of residence and interfaces for municipalities
without local applications and software partners

Central Population Register (“ZMR*) — cont‘d
2002 Governmental Programme (“e-government offensive”)
Adoption of an E-Government Act...

...establishing the central population register (“ZMR”) as the “kernel of e-
government”

Personal Identification number assigned to a person in “ZMR* - not the same in other registers
(data protection!)

Central Population Register (“ZMR“) — cont‘d

Data bound system / register — accessible from all over Austria
for all municipalities (2,357)
for all public authorities
for the economic sector (enterprises)

70 “use cases”
registration, de-registration, re-registration
issue of registration certificate
data adjustment with the local registers of residence
special services for police authorities / alien police

Voter Registration in Austria

Who can vote?
Austrian citizens
16 years on election day
must be in electoral register on cut-off day
not excluded due to criminal conviction
expatriates: active registration required
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EP Elections: Austrians & other EU citizens (formal declaration to elect Austrian MEPS)
Municipal elections: Austrians & other EU citizens (usually automatically)

Voter Registration in Austria - cont‘d

Passive system: voters automatically registered (exception: Austrians permanently living abroad)
Municipalities keep election registers locally

Information extracted from “ZMR”

Voters’ lists currently only on paper (!)
“Wahlerevidenz”: permanently maintained, can be inspected any time
“Wahlerverzeichnis”: established before an election

Voter Registration in Austria — cont‘d
“Wahlerverzeichnis” (voter list) = before an election

Based on data in election register (extracted from “ZMR”)

Voter lists compiled by competent municipality

Voters only on 1 voter list (main residence; exception for prisoners: last main residence
before prison)

Address change: need to de-register from old place of abode; re-register within three days
with the new municipality

Before cut-off date: changed automatically in voter list.

Voter Registration in Austria — cont‘d

Central Election Register
currently only “slim” IT application
fed by municipalities (sometimes through providers)
data transferred to Ministry twice a year (10 Feb., 10 Aug.)
Link to Central Population Register (“ZMR”)
current “Central Election Register” = sum of all collected data
BUT:
No clearing of data; no access by municipalities or Ministry
Data given to parties represented in Parliament

Voter Registration in Austria — cont‘d
Central European Election Register

Basis: European election registers (maintained in every municipality, like “regular” election
registers)

Central database: contains data of (non-Austrian) EU citizens who declared to vote for Austrian
MEPs

Necessary tool for exchange of data before a European election (according to Directive 93/109/EC)



REPUBLIK OSTERREICH
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2. Voter Registration in Austria — cont‘d

Central Election Register — interface of Fed. Min. of the Interior

BM I# BUNDESMINISTERIUM FUR INNERES.
-

Version 1.0 (F)

p ZWE Zentrale Wihlerevidenz - Dateniibertragung
patei:[ o |
S

EEEER covimoneiuien | Zuseksetren |
Data can be entered online (alternatives: CD Rom, DVD,...)

Gemeindekennziffer: |31714 'I

Datei:

(example: selecting code for municipalities)

BUND TERIUM FUR , 1014 WIEN, + ASSE 7, TEL.: +43 - (0)1 - 531 26 - 0

REPUBLIK OSTERREICH
% BUNDESMINISTERIUM FUR INNERES
L

Central Election Register — detailed forms

71 Satzbeschreibung
Datename: GEMZWE
Satzname: GEMWAHLERSATZ
Satziorm Fix
Byles/Satz: 247
keine
Sonstige Satzspezifikationen: Samiiiche Zeichen im ,Character-Format', Grof- und
in X-Feldern zugelassen
B B g T g T T
FN obl Feldbezeichnung QIAX Zeichen Bytes Anm
T B g 5
B g 3
3 7 X BUB- a0
T B Vormame X AOUR E
5 Titel X 20 2
s 7 Geschiecht B Nur1z 1 3
7 7 Geburtsdatum B B a
B 7 X 0 5
B 7 Hausnummer k3 O 611
0 Stiege Nummernield X B 3
i Tarummer X 10 g
12 g Posteitzani X @ 12
5 7 Nummernieldcode B 1359 T 711
1 B @ B
15 A KM 1 9
1 7 Satzerstellungsdatum B B 0
7 g EMal Adresse X @ 23 13

BUNDESMINISTERIUM FUR INNERES, 1014 WIEN, HERRENGASSE 7, TEL.: +43 - (0)1 - 53126 - 0

% REPUBLIK 8STERREICH
B M ~  BUNDESMINISTERIUM FUR INNERES
[]

Central European Election Register - screenshot

P Qwe eabeten Crfigen Dstergim e D AddefoF

BUNDESMINISTERIUM FUR INNERES, 1014 WIEN, HERRENGASSE 7, TEL.: +43 - (0)1 - 531 26 - 0
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Outlook

New (fully electronic) Central Election Register?

New Citizens Register

Outlook

New Central Election Register?

Part of 2008-2013 Governmental programme (but no priority)

Goal:
Real electronic central database, no more local registers

Municipalities enter data directly into centralized system
Easy online access for all municipalities (and Ministry)

Data by “ZMR” and other applications used (current Central Election Register and Central
European Election Register)

More info needed than in “ZMR” (e.g. Austrians abroad, voting cards ordered, subscriptions,
prisoners, etc.)

Outlook
New Central Election Register?

Many advantages
Definite clearing of data (also for European elections)

Centralized information on expatriates and other facts

No more data transfer from municipalities to Interior Ministry needed
Centralization of certain services

Corner stone for any kind of future electronic voting

BUT:

Online access needed everywhere (infrastructure)

Restrictions of access — data protection issues

Outlook

New Citizen Register

Project “Zentrales Personenstandsregister (ZPR)

2008-2013 Governmental programme
Goal: separate register (aside from Central Population Register)
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What to expect:

“one stop shop” until 2013
automatic entries — access from all over Austria
specific ID number for this application

connection with “ZMR” and citizenship register
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“The establishment of the electronic voters’ register in Albania”

by Mr Elmars SVEKIS

Outline
Present the situation before the introduction of electronic voter register in Albania
Describe the establishment of electronic voter register
Summarize the current situation
Look at benefits of electronic voter register extracted from population register
Identify lessons learned
Situation in 2005 (1/3)
Key problems in Albania:
Quality of voter registers
Identification documents
Voter register extracted from hand-written Civil Registry books
Books stored in 408 offices throughout Albania
Offices not connected. No central database
No unique ID number for persons

Mayor responsible for “his/her” voter registers and data quality

No central authority responsible for voter registers

Situation in 2005 (2/3)

» Movement of people during
’90s: civil registration
procedures not
implemented

» Persons often registered in
multiple municipalities

» Multiple records on voter
registers
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Situation in 2005 (3/3)

» Civil Registry books - the
source of voter register
data

Objectives

Improve the voter register quality

Increase political acceptance of the voter register

The source of the problem: civil registry data

The solution: improve civil registration system and data

Activities: aims

Digital civil registry book data

Create central database of citizens

Assign unique ID to each person

Identify and remove multiple records

Enable data maintenance

Establish population registration system and transfer the data

Activities: data entry

Data entry in 408 civil status offices
476 workstations

More than 700 data entry operators
Double data entry

Two shifts

4,250,000 records digitized

Timeline: November 2007 — July 2008

Activities other

Develop temporary software for data maintenance during the transition period
Strengthen civil status service capacity for the new system

Establishing address system:

Create address register

Link persons with an address

Personal data protection authority established

Large scale public awareness on civil registry procedures and personal data protection
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Current situation

National Register of Civil Status (NRCS) launched in December 2008

Unique ID for each citizen

Data up-to-date, accurate and complete

NRSC the personal data source for many purposes:

Voter register

Biometric ID cards and passports

Public administration: police and social welfare, etc.

Multiple records for the same person eliminated through biometric application process
Update of data technical and transparent process

Current situation: elections

Voter register generated from NRCS at any time

Transparent and technical process

Some 3,200,000 records on voter register

Mayors responsible for voter register. Data verifies based on the source documentation in the
municipality

Voter register not contested during the last elections

Same data on voter register and on ID documents

Lessons learned: civil register vs voter register

Establishing functioning civil registration system — a sustainable solution
Breaking the cycle of dealing with improvements before each elections
Source principle: register once — multiple use

Lessons learned: technical issues

Data entry process: detailed planning and adequate resources

Sufficient time for technical work: no elections for two years (February 2007 and June 2009)
Change of mentality: incremental process

Utilise digitized data as soon as possible: data outdated day by day

Address register important component

Linking person with the location crucial for voter register

Lessons learned: conclusion

Political will

Allocate budget resources: ownership and sustainability

Local solution based on internationally recognised principles

Link process to bigger national prioroties: European integration and visa liberalisation
Technical process: limited political opposition

Public awareness: explain the process and gain public trust

Personal data protection considerations
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“Access to information on voters’ lists”

by Mr Yuriy KLIUCHKOVSKYI

The problem we have to discuss on this workgroup is the access to information on voters’ lists and
voters’ registers. As it often happens in public relations there exists a problem of collision between
different basic legal principles.

Voters’ lists are the instrument of ensuring the universal suffrage. Everybody entitled to the right to
vote has to have a possibility to vote. At the same time voters’ lists must guarantee one-fold voting
by every voter. This means that every voter can be placed on voter’s lists only once.

The identification of a voter included to the voters’ list is made using his/her personal data — the
name, date of birth, place of residence; sometimes some additional data are used. And this is the
moment when a dilemma arises.

On the one hand, due to the principle of privacy personal data of every private person must be
protected from illegal access and improper use.

On the other hand, correctness of voters’ lists is one of important aspects for realization of one of
the basic principles of democratic elections, namely the principle of fair elections. Thus, there exists
a necessity of public control of their correctness which needs a public access at least to some of
personal data of voters’ lists. I'd like to remind that the Code of Good Practice in Electoral Matters
declares: “The electoral registers must be published” (par. 1.2.iii).

Naturally every state solves this collision in its own manner proceeding on a base of social
traditions and political situation.

| have to describe shortly the solution of mentioned dilemma which is adopted now in my country —
in Ukraine. It's obvious that such a solution cannot be considered as the best one or even the most
appropriate. Nevertheless I'd like to notice that the experience of realization of the basic principles
of electoral law in transitional and semi-democratic countries as Ukraine is how shows sometimes
some aspects of these principles which are traditionally unnoticeable in traditionally democratic
countries.

A great majority of the Council of Europe member states started (some of them for centuries ago)
permanent registration of citizens, population, or voters. In Ukraine, the State voters’ register is
functioning only for couple of years; the electronic database of the Register contains personal data
of about 35 million of citizens of Ukraine who are eligible to vote. Thus our experience of solving the
above mentioned dilemma is very young.

Obviously the set of personal data of every voter necessarily contains some information which
should be considered as a confidential one. We, in Ukraine, have selected the way of minimization
of such information to the really necessary level. That is why we have the voters’ register rather
than the register of population.

Nevertheless a part of voters’ personal data must be public. It concerns the data identifying a voter
personally, his/her status as well as ensuring one-fold including him/her to the Register and to
voters’ lists. These data are: the name, a year (in the case of young people voting first time — a
month and a day) of birth and a place of residence (or electoral address). Other data are
considered to be closed. The access to the closed part of the Register database is permitted only
partly and only for the specially authorized employees of the Register maintenance bodies. Such
access is realized with the special electronic key separated in two parts; two employees possess
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different parts of the key. Any other access to the whole electronic database of the Register is
denied both in the recording and copying regime.

Speaking on the public access to the open part of the voters’ personal data we should distinguish
two different situations. One of them is the access to the open data of the voters’ Register which
could take place regardless to the election process. Another situation concerns access to voters’
lists (or voters’ rolls) the latter being documents used during voting on elections in polling stations.

Despite the absence of the access to the electronic database for persons not authorized for it the
law foresees some mechanisms to obtain information given by the Register maintenance bodies.

First of all, every voter has a right to become acquainted in any time with his own personal data in
full on his request to the corresponding Register maintenance body, but only on paper. It
corresponds to the constitutional demand of free access of every citizen to the information
concerning himself. A voter can also make objections against some data the content of which
he/she considers as being wrong.

Secondly, everybody can obtain for request open data of all voters with the applicant’s electoral
address.

Thirdly, the parties represented in Parliament are eligible to get once a year an electronic copy of
the database of the Register (without confidential data) safe from copying. A party can use these
data for public control of the corresponding information during two months and then has to give the
disc back to the Central Election Commission.

Fourthly, the statistical information on the number of voters in different territorial administrative units
(oblast, rayon, city, town, village) is available in an open access on the official web-site of the
Central Election Commission which is updated every month. It gives a possibility to observe
changes of the voter number in dynamics.

Any other cases of access to information of the Register database could be permitted only by a
court decision. Thus, as you see, the access to the electronic database of the Register is strongly
limited. The open information is available in all cases only on paper.

Voters’ lists as documents for polling stations are compiled on the base of Register data by
corresponding Register maintenance bodies after the beginning of an election process. Voters’ list
contains open data only, including voter’s place of residence.

Polling station electoral commission obtains voters’ list in twenty days before the elections day.
Beginning from the next day till the elections day voters’ lists are open to everybody. I'd like to
stress that every voter can re-examine voters’ lists on every polling station irrespectively of being
included to the corresponding voters’ list. Nevertheless he/she is not allowed to make a copy of this
document.

To sum up, we, in Ukraine, have chosen the way of maximal transparency of the open part of
voters’ personal data both in the Registers and in voters’ lists but only in a paper form. We consider
it to be the way to promote correctness of voters’ lists, to avoid mistakes as far as possible and to
prevent from abuse and fraud. In this case the principle of personal privacy must give place to
guarantees of electoral rights of many people which needs openness of corresponding minimal set
of voters’ personal data. On the other hand the access to the State voters’ register electronic
database is strongly limited which is considered as means of its integrity and security.

This is the solution adopted in Ukraine. Other countries could select different priorities whish would
lead to different solutions. | hope it'll be interesting to discuss these issues.
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“Bodies responsible for electronic lists”

by Mr Gregor WENDA

2011 Electoral Reform
General Facts

On 29 April 2011, members of three Austrian parties — “SPO” (Austrian Social Democrats), “OVP”
(Austrian People’s Party) and “BZO” (Alliance for the Future of Austria) — introduced a bill in
parliament which proposed a variety of changes to the Austrian electoral law. It is a common
tradition in Austria to amend electoral laws by initiatives of members of the Austrian parliament
rather than by bills proposed by the government. Only a very small number of electoral changes
over the past twenty years were the result of governmental bills, for example the 2007 reform
introducing full postal voting. The proposed law was adopted by the National Council — the lower
chamber of the Austrian parliament — on 16 June 2011. Four out of five parties — the above-
mentioned parties and “The Greens” — were in favour of the proposed changes.! The electoral
reform took up a significant number of recommendations and suggestions raised in the
OSCE/ODIHR Election Assessment Mission Report issued on the occasion of the 2010
Presidential Elections, particularly concerning the system of postal voting, the use of voting cards,
and the abolishment of a provision that prevented members of formerly “ruling houses” such as the
Habsburg Family to stand in presidential elections. The changes of the electoral law went into force
on 1 October 2011.

Postal Voting

Until the 2011 reform, the final counting of postal ballots began only after the deadline for their
receipt eight days after poll day (in presidential elections: five days after poll day). The historic
reason for this prolonged deadline was to allow postal ballots coming from abroad to be included in
the tally. Although it was forbidden to cast a postal vote after election day (this had to be declared
by an affidavit on the voting card) the fear of possible manipulation was increasingly voiced.
Pursuant to the 2011 reform, all postal ballots now have to arrive at the electoral authority on
election day (until closing of the last ballot stations at 5 p.m.) at the latest. In order to accomplish
this goal, a number of deadlines in the electoral process were moved back to allow for a rather
comparable time-frame.

In addition, the process of producing means of identification when applying for a voting card was
tightened in order to ensure that nobody else can get a voting card. In many cases, voting cards
now have to be sent by registered mail in order to track the delivery and to make the voter sign a
confirmation of receipt. Persons in retirement homes or special care homes have to confirm the
receipt in person and cannot rely on somebody else to pick up the voting card on their behalf. With
these steps, highest security standards in the voting card and postal voting system are guaranteed.
At the same time, the advantages and the flexibility of this voting channel were not given up.

! For further details, see the website of the Austrian Parliament
(http:/imww.parlament.gv.at/PAKT/VHG/XXIV/A/A_01527/index.shtml#tab-
ParlamentarischesVerfahren).

% Published in the Austrian Federal Law Gazette on 7 July 2011 (“BGBI | Nr. 43/2011”).
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Exclusion from voting rights

Another issue tackled by the 2011 reform was the exclusion of certain candidates (descendants of
[formerly] regnant families) in presidential elections. The Austrian Federal Constitution and the
Presidential Elections Act were amended and the prohibition rule was dropped. In the future, there
will be no restrictions whatsoever to stand in presidential elections.

In addition, voting restrictions for prisoners were modified after the ruling “Frodl vs. Austria” of the
European Court of Human Rights. Since October 2011, disenfranchisement of prisoners only takes
place if so decided in an individual sentence rendered by a criminal court. In their decision on
disenfranchisement, judges have to consider the particular circumstances of the individual case. As
additional safeguard, a new provision was incorporated into the Code of Criminal Procedure of
1975, which stipulates that “disenfranchisement [...] [is to be] [...] decided [upon] in the criminal
judgment” and that this decision, being taken on an equal footing with the sentence, “can be
appealed against”.

Judges can exclude individuals from the right to vote if they have been sentenced with final effect to
a term of imprisonment of more than one year, given that there is a link between the offence
committed and issues relating to elections and democratic institutions, or if they have been duly
sentenced to a term of imprisonment of more than five years for criminal offences committed with
intent. An exhaustive list of offences linked to issues relating to elections and democratic
institutions, which include high treason and other assaults against the state, assaults against the
supreme organs of the state, assaults against the army, criminal offences related to elections and
referenda, was explicitly incorporated into the National Council Elections Act. In line with the
Austrian constitution, these amendments also apply to the elections of parliaments on the provincial
level as well as to municipal and mayoral elections. Hence the respective provincial laws had to be
amended as well.
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SECOND WORKING SESSION

USING NEW TECHNOLOGIES FOR TRAINING OFFICIALS OF ELECTORAL
MANAGEMENT BODIES AND ELECTIONS

“Use of new technologies for election observers training and registration: Latvia’s
experience”

by Ms Kristine BERZINA

Dear colleagues,

| appreciate the opportunity to be with you here today and to share the experience of IT
implementation for elections in Latvia. | would like to speak about a project called “Volunteer
Election Observers”, carried out by the Central Election Commission of Latvia in cooperation with
the company “Intea” specialized in developing and consulting of interactive e-trainings.

In this project we used IT solutions for training and registration of election observers. The gained
experience is an example of how modern technologies can be used not only for such important
stages of the election process as developing of voter lists and vote counting, but for involving of
different social groups into electoral process, too.

The project “Volunteer Election Observers”

For the first time the Central Election Commission of Latvia implemented the project “Volunteer
Election Observers” in the Parliamentary elections of 2010. After that the project was implemented
another three times — in the Referendum on dissolution of the 10" Saeima in 2011, in the early
Parliamentary elections of 2011, and in this year Referendum on the second official language.
Taking into account the gained experience and positive opinion of the project users’, we intend to
continue this project in the future too, as implementation of good governance principles.

The idea of the project arose at the time, when public confidence in government and local
authorities was very low because of economic crisis and austerity measures that Latvia’s people
experienced for several years. For example, in 2009 only 7.3% of the Latvia’s population were
confident in government and just 4.5% were confident in parliament.

Having evaluated public sentiments, we concluded that one of the risks associated with this
unpleasant situation is a possible decrease of public confidence also in election commissions and
election results. So, it was necessary to undertake efforts to promote voters’ confidence.

The project goals

The project “Volunteer Election observers” was conceived as one of the Central Election
Commission’s public relations projects, that has two main goals:

to promote public confidence in electoral process
to introduce young voters to the voting procedure and vote counting at a polling station.
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The project target audience
The project target audience was the inhabitants of Latvia, reached 16 years of age.

Until the project was launched, mostly authorised observers from political parties and parties’
associations, as well as mass media representatives observed the voting procedure and vote
counting at polling stations.

But within this project our goal was to provide the opportunity to observe elections and referendums
for those who were not members of any political party. Moreover we considered it important that not
only Latvian citizens would have the possibility to observe elections, but also those inhabitants of
Latvia who hadn’t the citizenship of Latvia.

Of course before the project was introduced persons interested in election observation could
become observers by addressing political parties. Unfortunately parties often didn't want to
authorize as observers persons who were not members of particular party. Besides in the situation
when most people are not confident in government and parliament they are not confident in political
parties either and didn’t wish to become party observers.

At the same time the project was an attempt to attract the attention of young people to election
administration and to make them acquaint with election procedure at polling stations. That's why
the minimum age for applicants was determined 16 years, not 18 years when citizens become
eligible to vote. Thus young people under voting age were encouraged to familiarize themselves
with elections as observers at a polling station.

Challenge
1) volunteer observers training;
2) volunteer observers’ registration

During the project one of the main challenges was how to make volunteer observers to learn both
the conditions of election procedure and vote counting, and their own duties. From experience we
know one of the biggest problems connected with election observers - they are not often aware of
the conditions of voting process and vote counting and have rather incomplete knowledge about
their own rights and duties. As a consequence a misunderstanding can arise at a polling station or
complaints about seeming violations are received where there is no justified violation.

Additional reason for training election observers in Latvia is our complicated vote counting system
that differs from many countries, including our closest neighbours — Lithuania and Estonia. For
example, in parliamentary elections in Latvia each vote counting minutes of our capital Riga’s
polling stations contain 1.400 entries.

What is the cause of having so many entries in the vote counting minutes? Firstly, in Latvia each
candidate list is printed on a separate ballot paper and the preferred ballot paper shall be put into a
ballot envelope. These ballot envelopes are the strict security documents. Secondly, each voter
may put a sign “+” to those candidates to whom he/she gives special support in these elections or
the voter may cross out unfavourable candidates.

This means that knowledge of election system and vote counting conditions helps observers to
realize why the names of newly elected members of the Latvia’s parliament cannot be announced
at once in the election night, as it happens in these countries where other voting procedure is used.

At the beginning to solve the observers’ training issue we thought to organize seminars in all
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regions of the country but after having evaluated our facilities we realized that it required too many
resources.

We also didn't want to make observers spend their own money and time to attend the seminars.
The trainings should be convenient and easy accessible to all people. On the other hand we didn’t
want to issue observer’s proxy for persons who hadn’t learnt anything about voting procedure, vote
counting and observers duties.

It is how we found the solution — to teach and register volunteer election observers at a distance,
via an online training course on Internet.

The advantage of online training course is not only saved time and resources. This method enables
to acquire knowledge in interesting and exciting way. Besides, the programme allows controlling
whether a user has read the material and studied a topic. It is achieved by special tasks user has to
complete during the training course. If a correct answer is not given the programme do not allow
continuing the course. User should go back and read the material once again.

The registration of volunteer observer is placed at the end of the training course. Thus only those
users who have gone through the entire course and answered all the tasks could register
themselves as election observers.

Presentation of e-training programme

To start the training course the participants of the project needed to register on the training web-
portal through the website of the Central Election Commission.

CVK» Pieslégties $aja vietné

Vai atgriezaties $aja timekla vietné? Vai esat Seit pirmoreiz?

Pies|edzieties Seit. izmantojot savu lietotajvardu un paroli.
(JOsu parldkprogramma jabdt iesp&jotiem sikfailiem ) @ Laipni lidzam Centralas v&lésanu komisijas

Lietotalvards istine | apmacTbu portala. Saja portala Jus varat iziet
= — apmacibu par 2012.gada 18.februara tautas
Parole Pieslegt x B e
i nobalso$anas sariko$anu un norisi.
Vai aizmirsat savu lietotajvardu vai paroli? Lai izmantotu So portalu, ir nepiecieSsama e-
| Ja palidziet man pieslzgties | pasta adrese registracijas apstiprinasanai.

lzveidot jaunu kontu

This registration made us possible to aggregate the users’ statistics as well to check whether
observers had completed the training course or not.



The Saeima Election
Procedure

Training course

Please click "Next"
to begin the course

The most important issues from election law and regulations of the Central Election Commission
were included in the course. The course consisted of five parts — introductory part, three parts about
voting procedure and vote counting, and the last part that gave a possibility to register for election
observation.

The introductory slides described:

the purpose of the course;

Purpose of this course

Welcome to the training course "The Saeima Election Procedure”|
After completing this course you will:

- know the duties of polling polling station commission before elections,
- know the voting process on the election day,

- be able to correctly count the votes for candidates and candidate lists.

2 no 67
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how to use the course;
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= —
How to use this course?

1. To navigate in the course, u Exactly! e bottom right corner.

2. You can mouse over the underlined words to find out more about them.

This course will take approximately 1 hour.
Good luck!

3 no 67
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frequently used abbreviations;

Abbreviations

In this course such abbreviations are used:

CEC — Central Election commission
Chairperson — the chairperson of the respective polling station commission
Secretary — the secretary of the respective polling station commission

Ballot — ballot paper
Envelope — ballot envelope

MVP — Minutes of Voting Process
Journal — voter applications registration journal
Booths — polling booths

CEC webpage is www.cvk.lv

4 no 67
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The main parts of the course were:

1) functions of the polling station before the election day;
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Functions of the polling station

before the election day

owr—

2) election day;

Part 2

Election day

3) vote counting.



Part 3

Vote counting

I will continue with demonstration of some slides that gives an insight of the possibilities of the
course.

For example, here is the slide that explains what the Minutes of Voting process is.

T ———

The Minutes of Voting Process (the MVP)

t The MVP is available on the CEC webpage. It has

10.SAEIMAS VELESANAS to be filled in when the polling station opens.
2010.gada 2.oktobri

The MVP has to be prepared (sheets perforated

and pages numbered) before the polling station

can open.

All significant facts related to the election
V;_Eos;ngﬁg:-ss preparation and procedure must be logged in the
P MVP, including any incidents that happen during
duty time and any answers provided to
complaints by voters or observers.

Roll the cursor over the underiined phrases
fo find out more!

8 no 67 a a

If a user clicks on the underlined words, he/she can see the explanation what information should be
entered into the Minutes
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The Minutes of Voting Process (the MVP)

el e The MVP is available on the CEC webpage. It has
1) the start and end time of duty to be filled in when the polling station opens.
2) amount of sealed envelopes The MVP has to be prepared (sheets perforated

P in e nationabottsealnglunthe and pages numbered) before the polling station

boxes, number of the safety labels and can open.

names of the persons who signed the

label All significant facts related to the election

2) how many envelopesand ballots are preparation and procedure must be logged in the
handed out to election commission MVP, including any incidents that happen during
members who visit voters at home duty time and any answers provided to

. i complaints by voters or observers.
5) infermation about repeatedly handed

out envelopes and ballots “" Roll the cursor over the underlined phrases

A 1
6) all vote count results and interresults to find out more!

7) information that has been provided to
city or municipality election commission
and CEC

8 no 67 = =S

Each important section of the training course is followed by tasks where a trainee should to choose
one on several correct answers. After the task is completed the programme shows whether the
answers are right or wrong.

PR ———

Exercise

Which actions have to be performed with regard to the Minutes of
Voting Process before a polling station can be opened?

A) All the MVP pages should be numbered

B) Chairperson has to sign on all the MVP pages
C) All the MVP pages should be sealed

D) The MVP should be perforated

E) The MVP has to be opened on a computer so

all required information and answers to
complaints could be noted down

Correct!

Click here to continue

This exercise has more than one correct answer. the course!

Tick all of them!

==

Besides the programme allowed to include different visual elements into the training. This slide
explains how a polling station should be equipped.
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T —

How to make sure the polling station is ready for
election
On the election day, Latvian national flag should be hung outside the building.
The CEC Al-sized posters should be displayed outside the polling station building.
The polling station should be furnished so that when the voter comes in, he or she

arrives at the registration desk first. Booths or partitions should be located further
away. The ballot box should be near the booths and finally, there should be a desk

with free available ballot papers near the exit door.

Please click on the image to see a poiling
station ready for election day.

o

20 no 67

If you click on the picture in the bottom-left corner you move to another slide where you can learn
more about each position of the equipment by pointing the cursor on it. Here the explanation shows

the accessories to be available in a voting booth.

R ——

This is a properly set-up polling station

To find out more, please, point with the cursor on each question mark.

Booths or screens, which contain:

= information on how to fill in the ballot paper
correctly (CEC A3-sized poster)

» paper bins, where the left-over ballot papers
can be disposed of

= pens in each booth

= =
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Similarly you can learn what equipment should be on an election clerk’s desk and what duties each
member of the polling station commission has.
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Example of properly set-up registration desk

To find out more, point the cursor at each object!

Passport stamp

22 no 67

(PR

Distribution of duties

In order to have an organized voting process, the chairperson distributes the duties
among commission members:

Secretary (or another Several commission

commission member) members are registering

keeps down the MVP. | voters and handing out
= ballots and envelopes.

One commission member is
responsible for checking voter
passports at the entrance of polling
station. He or she ensures that only
those persons that are allowed to
vote enter the polling station.

One commission member is
near the box at all times to
monitor that all voters put
their envelopes in the box.

- s

Another possibility of the training course is to divide a longer text into several shorter parts and
thereby make it easier to understand. For example, here the programme offers to read and
understand the first four points of a text, and after that - the next five.
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Voter registration

Process of voter registration:
1. Compare the voter with the picture in passport.
2. Make sure that it is a valid Passport of the citizen of Latvia.
3. Check the date of birth. Only citizens that are at least 18 years old are
allowed to vote.
4. Check that there is no stamp for participating in the current elections —
pages 9, 12, 13 and 14 must be checked.

‘ Okay, what do | do next?

Q Please click the button!

39 no 67 @

Voter registration

Process of voter registration:
1. Compare the voter with the picture in passport.
2. Make sure that it is a valid Passport of the citizen of Latvia.
3. Check the date of birth. Only citizens that are at least 18 years old are
allowed to vote.
4. Check that there is no stamp for participating in the current elections —
pages 9, 12, 13 and 14 must be checked.

5. Write the voter's name, surname and personal code in the voter list.

6. Put a stamp in the 9th page of passport (for the “1992-type”passports the
stamp goes on the 14th page, and if these pages are not available, pages 12
and 13 can be used).

7. Ask voter to sign the voter list.

8. Hand out one ballot paper set and one envelope to the voter.

9. Return the passport to the voter.

Since the registration process involves making a note in the voter's passport, no
other document but the Passport of the citizen of Latvia is valid for voting. That
is, driver’s licences, diplomatic passports etc. are not valid for voting, too.

39 no 67 Q E

Here are some more slides from the Vote counting section.
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Preparation to vote counting

Before counting the votes, the following actions must be performed:

Seal the box slots;

Finalize all voter lists;

Chairperson should check the lists, sign and seal them as well as separate the
lists for voting in the polling station from the lists for voting at places of
residence;

Collect and pack unused and damaged envelopes;

Move the unused ballots outside the vote counting room;

Position any other election materials so that they do not disturb vote counting;
Fill in rows C and D of the Vote Counting Minutes part 1.

Verify the correctness of entries with the control method indicated in the Vote
Counting Minutes.

Remember that observers must see the election commission activities while
counting the votes! Therefore it is suggessted that the chairperson loudly
announces his actions to everyone.

Point the cursor at the underlined phrases
to find out morel

511n0 67 a @

This slide explains which operations should be done to prepare for vote counting. By pointing the
cursor on the underlined words a trainee can open a picture with a respective section of the Vote
counting minutes.

1 dala ¢ IEPRIEKSEJA BALSU SKAITISANA
1. nodala * VISPARIGAS ZINAS

C1 Sanemto vBi&sanu aplokSu Kopskaits 1 OOO
c2 Pari patkuso vlatany aploiciny skaits 400
Cc3 Sabajito vEEEanu apkokinu skaits, pret kursm vEiB:] sm atkirtoti izsniegtas ctas valSsany apicksnes 5
C4 Deésto visidany aplokou koosksits Ci=C2+C3 ,_!;_OS
c5 Vilitgiom isniogto vakEany aplokinu skaits C5-C1-C4 5 9 5

| D2 l Balsoriju kopskaits vaisan lec rant 550
D31 Balsoidu s«alls vESEU avatands vied 1. kastel” - 2 O
D3.2 | saisotsu scaits vaietsu atmanas vieh (2. kasto) 2 3
D3.3 | salsoisu sxaits voi5tiu atratenas vield (3. kaste] 2
D3 Balsotju kopskaits vEletaju atradanas vieta D3 =041+ 03,2+ 033 4_ 5

l D [ Balsotfju kopskaits D=D2+D3 595
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In addition the training material visually demonstrates the possible versions of invalid ballot
envelopes and possible kinds of ballot papers.
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A ———

Counting the envelopes
The ballot boxes have to be opened one by one. The envelopes found in a box
must be sorted into valid anc invalid refore they can be opened.
Envelope is considered invalid if it is not
stamped with the respective polling
station commission stamp or it does not
have reference to current elections on it.
10. SAEIMAS VELESANAS
v TEVEROT: s’ LA IR, If there are ballots
::».‘m::;::li:o ‘l\b.lda-mlm :wbm(hkmkdkﬂrvlrnn wedesang zime W-Ithout e nvelopes 'In
Py g _the bo:f, they are
valid invalid immediately cancelled
L VULET 3L 1Y ©dUl T EDPELLIVE JUA. and packed.
52 no 67 [ =]

Opening envelopes

Next step is opening the valid envelopes. This is what you can find:

joor =

ity

e 100!
W =

“single baitot~ ~single baltot:
from correct from another
consLituensy., i stmave o copstituensy,

\ Immediately
w1001 inform the attendants.
== 1 Put the ballot papers back in the

25 s
envelope and hand it over to
ity =23 e e the chairperson. p———
o ure curSor at eacl
torn empty envelope to find out how
ballot envelope to act in each particular
SYNVSITIA SYIEVS “OF SVNVS313A SVINIEVS ‘01 situation!
5410 67 =S

By pointing the cursor on each small picture trainee can find out the right action in the respective
case.

So the online training course helps to keep attention of the trainees and makes them follow the
content — not only in traditional way by reading but also by acting trough different visual tasks.



Thank youl!

You have successfully completed

the training course!

Please click here, to register
as a volunteer observer!

Finally at the end of the training course each user can make a choice whether to fill in the
application form to receive the volunteer observer’s proxy or not.

Vards Uzvards

Talrupa nummurs. E_pasta adrese

klat par 2012. gada 18. februara tautas nobalsosanas novérotaju.

Ladzu, Tsi jiet, kap&c

AflikuEo simbolu skaits S00

Iz

| Rigas velesanu apgabals ~|

Izvelieties vel&ésanu iecirkni!

s

i ka esmu apg
interneta ..,Tautas 5

[0 Apzinos, ka mans novérotija pilnvarojums var tikt sts sados

ja tautas nobalsoSanas diena. 2012. gada 138. februar. neesmu sasniedzis (-usi)
vismaz 16 gadu vecumu,

neesmu apguvis (-usi) Centralas vEl&5anu komisijas macibu kursu intemeta _Tautas
nobalsoSanas sarkoZana’.

v&l&Sanu iecirkn nevaru uzradit derigu personu apliecinoSu dokumentu (pasi vai
autovaditaja apliecibu).

tautas nobalsoZanas diena veleZanu iecirkni parkapju noverotaja pilnvaras, nodarbojos
ar agitaciju vai traucsju velefanu iecirkna komisijas darbu.

If a user chooses to become an observer, he/she should fill in the application form and indicate one
polling station at which he/she would like to be present on election day.

One of the Application Form entries demands a short explanation of the applicant's motivation for
participation as election observer. The applicant should also indicate his/her phone number and e-
mail address and has to confirm that he/she is completed the online training course.

The applicant also confirms that he/she is aware the observer’s proxy can be cancelled in case the
commission finds out that the observer had not completed the training course, observer is less than
16 years old, can not produce the identification document along with the observer’s proxy at a
polling station, exceeds the powers of the election observer or disturbs the polling station
commission.

After completing the Application Form the observer receives an e-mail with request to accept the
registration. After that observer receives a proxy which is prepared electronically and is valid
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without any signature. The proxy along with the person’s ID should be produced to the polling
station commission on the election day.

After the deadline of volunteer election observers’ registration the Central Election Commission
distributes the list of observers to the polling station commissions.

Additional Bengefit of the Project

In conclusion | would like to add that in the process of the project implementation we understood
that the elaborated training course could be used for two more goals — for the training of parties’
and parties associations’ authorised observers and for the training of members of the polling station
commissions. So we sent the information about electronic training course available on the Central
Election Commission’s website to the political parties and parties’ associations, as well as to the
local and polling station commissions.

Statistics

In 2010 when we launched this project for the first time there were 1.514 users registered in the
training system of the Central Election Commission. 483 from these users were volunteer
observers, 72 — observers authorised by political parties and parties’ associations and 951 —
representative of the polling station commissions. Almost a half or 218 from 483 registered
volunteer observers chose to fill in the Application Form and received the Central Election
Commission’s volunteer observer proxy.

After the parliamentary elections of 2010 the Central Election Commission took an opinion poll
where one of the questions was “Do you think that election results at the polling station where you
voted, were counted correctly?” 75% answered the question in the affirmative. Making the
comparison with the indicators of confidence in government and parliament in 2010 this indicator
was really high.

Thank you very much for your attention!
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“Using new solutions in informing the voter, observer and officer — solutions in 2011
elections”

by Mr Siiri SILLAJOE

Forms of e-trainings:

NEC e-learning environment

“election school” videos in YouTube

information on the web site of the NEC (incl FAQ)
Facebook

Twitter, etc.

E-learning Environment : Principles

allow the members of electoral committees, but also observers and voters, better preparation for
the elections;

offer newcomers as well as people with experience a simple and alternative way to dust off what
they already knew and reinforce it;

participate on a voluntary basis;

create a complimentary instrument next to the traditional training (instructional materials on paper,
seminars, etc) and not in its stead.

E-learning Environment : Pre-requierements

A wide range of functionality, for instance:

registration of users, presentation of study materials and photos, multiple choice tests,

display of results to users, web links, instructions for use, possibility to comment, questionnaires,
etc.

In addition, users can be grouped and fitting tests determined for each level.

Web based learning environment should be structured in a logical way and be as simple and
comfortable to use as possible.

Why Moodle?
an open source platform;

easy to use for participants as well as administrators, configurable according to needs;
Moodle offers a variety of possibilities and innovative solutions;

it allows an in-depth analysis of the results;

reliability. It has been well-tested and is developed by a strong international community. Moodle is
used widely across the world.



Vabariigi
Valimiskomisjon

Riigikogu valimised 2011

e-koolituskeskkond

Sa pole veel sisenenud. (Sisene)

Vabariigi Valimiskomisjoni e-koolituskeskkond

2011. aasta riigikogu valimiste jaoks oleme loonud kursused nii valijatele, vaatlejatele kui ka valimiskomisjoni likmetele
Kui te pole veel registreerunud, siis sisestage oma andmed (kik valjad on kohustuslikud), ning asuge kursusel osalema
sisestatud e-posti aadress on kasutajanimeks.

Eesnimi: VVK e-koolituskeskkond
Perekonnanimi
Asukoht (inn/vald):
E-posti aadress:
parool:

| Loo korto ja aluste kursusega!

Kui sa oled juba registreerunud, siis logi sisse:
Kasutajanimi
Parool:

Sisene e kooituskeskiconda

E-Learning Environment : Courses

The most complex and in-depth course (14 chapters) was directed first and foremost at members of
electoral committees.

In order for an observer to understand what is going on in the polling division, a more superior level
course was also recommended.

A course for voters (11 chapters) was easier and graduates received all the main information in a
concentrated form —when and how to vote.

To firmly learn the new information and test it, every user may answer test questions at the end of
each chapter. Test results are not published.
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“Bridge — Building Resources in Democracy, Governance and Elections”

by Mr Adolfo CAYUSO

What is Bridge?

Bridge is standing for building resources in Democracy, Governance and Elections

Bridge is a modular professional development program with a particular focus on elections

The Bridge curriculum is delievered through face-to-face workshops using adult learning principles
by accredited Bridge facilitators

The history of Bridge

Before Bridge, few formal opportunities available for comprehensive porfessional development in
electoral administration

Electoral experts gathered to discuss creation of what is now BRIDGE in 1999

The first Bridge program was implemented in Timor-Leste in 2001

The objectives of Bridge

To promote internationally accepted electoral principles

To enhance the skills and confideance of stakeholders

To increase the awareness of tools and resources

To develop a support network for stakeholders in electoral processes

Who is Bridge for?

EMB staff

Electoral commissioners

Members of the Media

Political Parties

Parliamentarians

Security forces

Civil Society Groups

Academics and University students

Bridge today

Bridge has been run:

In 72 countries

For over 9700 participants

There are over 1650 fully accreditated Bridge facilitators from 129 nationalities
There is a Bridge workshop beeing run somewhere in the world every week

The Bridge methodology

Recognises if you want people to act professionally you must treat them as professionals
Acknowledges and values diversity

Encourages dialogue, sharing of knowledge and active participation

Is supportive rather than prescriptive

Makes participants responsible for their own learning

Encourages local ownership of the curriculum by CUSTOMIZING the contents

It’s live training. No e-learning involved
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Electoral technology!

Audio/visual applications

Bio-identification systems (Digital pictures, finger printing identification)
Call centers

DBMC (Data Base Management Systems)

EVM (Electroning Voting Machines)

GIS (Geographic Information Systems)

ICR (Intelligent Character Recognition)

OMR (Optical Mark Recognition)

PINs (Personal Identification Numbers)

PKI (Public Key Infrastructure)

SMS (Short Message Service)

TCP/IP (Transmission Control Protocol/Internet Protocol)

User interfaces for data submissions (Barcodes, keyboards, optical scanning, touch screen)
Web publishing

“Technology involved in a
BRIDGE workshop

The eternal question

A good trainer has to be just an outstanding, didactical communicator despite his/her knowledge of
the matter

A good trainer has to know perfectly the matter regardless his/her capacity to communicate or
beeing didactical
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Post scriptum
Bridge Electoral Technology Module

A framework for policy makers, electoral officials and electoral stakeholders to decide on the
appropriate level of technology

Overview of the state of the art of technological application in elections

Sound management approach in introducing new technologies
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“Establishment of the electronic voters’ register in Albania”

by Mr Elmars SVEKIS

Outline
Present the situation before the introduction of electronic voter register in Albania
Describe the establishment of electronic voter register
Summarize the current situation
Look at benefits of electronic voter register extracted from population register
Identify lessons learned
Situation in 2005
Key problems in Albania:
Quality of voter registers
Identification documents
Voter register extracted from hand-written Civil Registry books
Books stored in 408 offices throughout Albania
Offices not connected. No central database
No unique ID number for persons

Mayor responsible for “his/her” voter registers and data quality

No central authority responsible for voter registers

Situation in 2005 (2/3) %\\

» Movement of people during ) \
’90s: civil registration \
procedures not
implemented

» Persons often registered in T
multiple municipalities

» Multiple records on voter
registers —
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Situation in 2005 (3/3)

» Civil Registry books - the
source of voter register
data

Objectives

Improve the voter register quality

Increase political acceptance of the voter register

The source of the problem: civil registry data

The solution: improve civil registration system and data

Activities: aims

Digital civil registry book data

Create central database of citizens

Assign unique ID to each person

Identify and remove multiple records

Enable data maintenance

Establish population registration system and transfer the data
Activities: data entry

Data entry in 408 civil status offices
476 workstations

More than 700 data entry operators
Double data entry

Two shifts

4,250,000 records digitized

Timeline: November 2007 — July 2008

Activities other

Develop temporary software for data maintenance during the transition period
Strengthen civil status service capacity for the new system

Establishing address system:

Create address register

Link persons with an address

Personal data protection authority established

Large scale public awareness on civil registry procedures and personal data protection
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Current situation

National Register of Civil Status (NRCS) launched in December 2008

Unique ID for each citizen

Data up-to-date, accurate and complete

NRSC the personal data source for many purposes:

Voter register

Biometric ID cards and passports

Public administration: police and social welfare, etc.

Multiple records for the same person eliminated through biometric application process
Update of data technical and transparent process

Current situation: elections

Voter register generated from NRCS at any time

Transparent and technical process

Some 3,200,000 records on voter register

Mayors responsible for voter register. Data verifies based on the source documentation in the
municipality

Voter register not contested during the last elections

Same data on voter register and on ID documents

Lessons learned: civil register vs voter register

Establishing functioning civil registration system — a sustainable solution
Breaking the cycle of dealing with improvements before each elections
Source principle: register once — multiple use

Lessons learned: technical issues

Data entry process: detailed planning and adequate resources

Sufficient time for technical work: no elections for two years (February 2007 and June 2009)
Change of mentality: incremental process

Utilise digitized data as soon as possible: data outdated day by day

Address register important component

Linking person with the location crucial for voter register

Lessons learned: conclusion

Political will

Allocate budget resources: ownership and sustainability

Local solution based on internationally recognised principles

Link process to bigger national prioroties: European integration and visa liberalisation
Technical process: limited political opposition

Public awareness: explain the process and gain public trust

Personal data protection considerations
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THIRD WORKING SESSION

FIGHTING ELECTORAL FRAUD AND SECURING THE E-ENABLED VOTING - THE ROLE
OF THE ELECTORAL ADMINISTRATION AND OBSERVATION OF VOTING

“Security first: verifiable electronic voting in Norway”

by Mr Christian BULL

Agenda

Facts on the Norwegian electoral system and the 2011 e-voting pilots
Norwegian preconditions for e-voting

An overview of the functional solution

Verifiability in Norwegian e-voting

Key numbers from the pilots

Lessons learned

Facts on voting in Norway

EMB is within the Ministry of local government

3.800.000 in electoral roll

64,5% turnout in the 2011 local elections

Parliamentary and local elections every four years

Complex ballot. Voters can make changes by reordering, adding and deleting candidates
Inetrnet voting period: 10 August -9 September

Election day: 12 September

E-vote 2011 project scope
Pilot Internet voting in 10 municipalities (4,5% of population) in the 2011 municipal and county

council elections
Implement a new, central, fully integrated elections administrative system
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Milestones 2008-2012

mai. 11
sep. 10 Pre-pilot #10
Pre-pilot#1 (Re: adjustment of
des. 09 (Youth council election  mynicipal horders)
feb. 09 S)'g?r':g Alesund) sep. 11
aug. 08 Procurement Municipality and County
. begins elections 2011
Project
start

- —y 1 i 1 1 \i 1 VTV 1 1 i
okt. 08 jan. Ogapr. 09 jul. 09 okt. Ogﬂﬁn. 10apr. 10 jul. 10 okt‘ 10jan. 11apr. 11 jul. 11 okt. 11jan. 12apr. 12 |

L |
feb. 09 - nov. 09 des. 09 - sep. 11 I—
: SW development ~ Mai- 11 -sep. 11

- Procurement Configuration /
aug. 08 - jan. 09 (competitive deploymet
Hiring dialogue)
project team sep. 11-jun. 12
Ministry of Local Government and Regional Development
;Aii:
i VALG i
Hammerfes‘t/’p
Participating municipalities
in the 2011 Internet
voting pilot e
. b
" T

[} - A : By Alesund= "
\ £ 3 ,; /‘\’ ;i: / Bremanger_-??u Tynset%

N f=0

Qe ¥,

= ' o - Electorate
T 8 - Sandnes“ér I?‘e?‘ 168.000
" (4,5% of

Mandal®

population)

Ministry of Local Government and Regional Development

The election administrative system

As part of the E-vote 2011 project, a new election administration system was developed
Incorporates ballot scanning

Electronic voter registry derived from the population registry

Owned and operated by the government

Changes to the EMB’s role in Norway
Historically...

All election ICTs used in Norway were provided by private vendors
The EMB was responsible for the electoral legal framework



-47 -
From 2013...

The EMB owns and operates the central election ICT system
All municipalities and counties will use it

Our definition of “e-voting”

In Norwegian terms, “e-voting” means that an electronic ballot is sent via the Internet and counted
centrally
Not scanning of paper ballots

Possibilities for fraud in e-voting

Whenever the subject of electronic voting is discussed, fraud is a hot topic:
Vote selling/Coercion
Vote-changing viruses
Manipulation of votes or results:
by EMB staff
by software vendors
by “hackers”

The Norwegian Internet voting
system

Internet
voting system

7y

Return
code

Polling card

* You can e-vote as many times you want (re-voting)
* You may cancel your e-vote by voting on paper
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Sporsmal og svar

@VALG | Elektronisk stemmegivning QA-

Kommunestyre- og fylkestingsvalget 2011
Bokmal | Enclish | Nynorsk

Velkommen!

Nar du trykker pa "Ga videre"-knappen, kommer du il innloggingssiden hos ID-porten
Etter innlogging vil du bli fert videre til selve valget.

Informasjon om valget finner du pa www valg no og kommunenes netiside.

Se opplzringsvideo om hvordan stemme via Internett.

Godt valg!

Trenger du hjelp?Ring brukerststte pa tif. 800 38 254 (800 EVALG) Versjon:

13 Kommunal- og regionaldepartementet

Hoykontrast AA | Bokmal Mynorsk English Samegislla
- L % VALG
B4 Innlogging til eValg test

Velg en elektronisk ID for a identifisere deg: Slik skaffer du elektronisk ID

MiniD Buypass Commfides

()

Minl;.gl—— eyt J coMmMFIDES ﬁ

buypass
Bruk ditt persanlige passord og Bruk smartkort og kortleser fia Bruk Commfides USB-pinne
kode fra SMS eller kodebrev. Buypass.

Hielp til innlogging: Kontaktskiema | TIf: 800 30 300 | Spersmél og svar | Om bruken av elekironisk ID

Driftet av Direktoratet for forvaltning og IKT (Difi)

14 Kommunal- og regionaldepartementet

Authentiwhat?

When you turn up at the polling station, you are required to identify yourself.

In Norway, voters have been required to produce an ID-card to vote (since 2007)

This is analogous to the process of authentication to a computer system, for instance using an elD.
A proper authentication system is one of the most important preconditions for e-voting



=49 -

Logget inn som:Kirsti Brostrem | Logg ut = Sparsmal og svar

¢ VALG | Elektronisk stemmegivning Q TES

Velg parti eller gruppe ved kommunestyrevalget i Hammerfest

Det er 7 partier og grupper som stiller til valg i Hammerfest.
Velg det partiet eller gruppen du vil stemme pa (partiene og gruppene vises i tilfeldig rekkefalge):

Kystpartiet
Senterpartiet
Sosialistisk Venstreparti
Hoyre

Fremskriftspartiet
Kiristelig Folkeparti

Det norske Arbeiderparti

® 0 @0 0 0 ®

© Blank stemmeseddel

€ | catvae M| avom Vis stemmeseddelen >

Logget inn som:Kirsti Brostrem | Logg ut | Spersmal og svar

Stemmeseddel for Kystpartiet ved kommunestyrevalget i Hammerfest

Disse 23 kandidatene stiller til valg for Kystpartiet Du kan velge om du vil endre pa stemmeseddelen eller ikke. Du
kan gi personstemme fil en eller flere kandidater pa listen. Det gjer du ved & sette et merke i ruten ved navnet til
kandidaten. Du kan ogsa gi personstemme til kandidater fra andre partier eller grupper.

01. Anne-Mette Baeivi f.1971
02. Oddvar Linnes . 1956
03. Andre Larsen . 1966
04. Thomas Elverum f. 1986
05. Anne Grete Pedersen f. 1964
06. Fritjof Nilsen f. 1969
07. Hildur Hagen f. 1964
08. Tommy Andersen f 1974
09. Salvi Baeivi f. 1990
10. Mona Gaaseng f 1954
11. Kurt-Arild Henriksen f. 1968
12. Aff Larsen f.1948
13. Marilou Pontanares Larsen f. 1966
14. Edith Nilsen f.1978
15. Freddy Salomonsen f.1977
16. Asle Juliussen £.1975
17. Jorn Rune Dagsvold f. 1973

18. Marianne Dagsvold f.1973
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vu. AnUIS Laisei 1. 13w
04. Thomas Elverum f. 1986
05. Anne Grete Pedersen f. 1964
06. Fritjof Nilsen f. 1969
07. Hildur Hagen f. 1964
08. Tommy Andersen f. 1974
09. Selvi Beeivi f. 1990
10. Mona Gaaseng f. 1954
11. Kurt-Arild Henriksen f. 1968
12. Alf Larsen f. 1948
13. Marilou Pontanares Larsen f. 1966
14. Edith Nilsen 11978
15. Freddy Salomonsen f 1977
16. Asle Juliussen f.1975
17. Jorn Rune Dagsvold f 1973
18. Marianne Dagsvold f. 1973
19. Ole Pedersen f. 1960
20. Eirik Beeivi f.1973
21. Astrid Salomonsen f.1982
22. Steinar Hansen f. 1964
23. LivFjellstad . 1947

P ‘ﬁ‘ Ayt Gjer endringer pa stemmeseddel >
Ga videre uten & endre stemmeseddel >

Trenger du hjelp?Ring brukerstotte pa tif. 800 38 254 (800 EVALG)

Logget inn som:Kirsti Erostrem | Logg ut | Sparsmaél og svar

Endre pa stemmeseddelen for Kystpartiet ved kommunestyrevalget i Hammerfest

Disse 23 kandidatene stiller til valg for Kystpartiet. Du kan velge om du vil endre pa stemmeseddelen eller ikke. Du
kan gi personstemme til en eller flere kandidater pa listen. Det gjer du ved & sette et merke i ruten ved navnet til
kandidaten Du kan ogsa gi personstemme til kandidater fra andre partier eller grupper

01. Anne-Mette Baeivi f.1971
02. Oddvar Linnes f.1956
03. Andre Larsen f.1966
04. Thomas Elverum f.1986
05. Anne Grete Pedersen . 1964
06. Fritjof Nilsen . 1969
07. Hildur Hagen f 1964
08. Tommy Andersen f. 1974
09. Selvi Besivi f.1990
10. Mona Gaaseng f 1954
11. Kurt-Arild Henriksen . 1968
12. Alf Larsen f.1948
13. Marilou Pontanares Larsen . 1966
14. Edith Nilsen f.1978
15. Freddy Salomonsen f 1977
16. Asle Juliussen f.1975
17. Jermn Rune Dagsvold f 1973
18. Marianne Dagsvold f 1973
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. Ole Pedersen

. Eirik Beeivi
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. Selvi Beeivi . 1990
. Mona Gaaseng f. 1954
- Kurt-Arild Henriksen f.1968
. Alf Larsen f.1948
. Marilou Pontanares Larsen 11966
. Edith Nilsen f.1978
. Freddy Salomonsen f 1977
. Asle Juliussen f. 1975

g
Dan Splvfester Andersen, Det norske Arbeiderparti, f. 1972
Terje Willy Andersen, Fremskritispartiet, f. 1967

Bjern Andreassen, Fremskrittspartiet. f. 1949

Marianne Arild, Hayre, f. 1978

Per Gunnar Amnesen, Heyre, . 1967

Inger Johanne Arnesen. Heyre, f. 1057

Svein Aspelund, Sosialistisk Venstreparti, f. 1958

Leif Ame Asphaug-Hansen, Det norske Arbeiderparti. f. 1958
Liv Mari Bakkeby, Det norske Arbeiderparti, f. 1957

Tarjei Jensen Bech, Det norske Arbeiderparti. T 1692

Trond Atle Berg. Fremskritispartiet. f. 1967

Du kan gi personstemme fil inntil 7 kandidater frg Anne Katrine Berg, Kristelig Folkeparti, f. 1974

Dette gjer du ved & velge kandidater fra nedtrekk Karin Berg. Senterpartiet. f. 1950

Tara Bloch, Hayre, f. 1990

Gunnar Bolle, Hoyre, f. 1953

Svein Bratland. Sosialistisk Venstreparti. f. 1948

Ann-Helene Dagsvold, Fremskrittspartiet, f. 1981

Hans Arne Dahl, Kristelig Folkeparti. . 1946

Marita Didriksen. Heyre. f. 1987 =4

Velg kandidat -

|| Aom Ga videre med endringer pa stemmeseddel >

. Steinar Hansen
. Liv Fjellstad

Randi Ree, Senterpartiet, f. 1961

H

Alle partier

Ga tilbake

i stemm

Du stemmer p&
KYSTPARTIET
Du har gitt personstemme fil:

Anne-Mette Baeivi f. 1971

Du har gitt personstemme til kandidat(er) fra andre partier og grupper:

Randi Ree, Senterpartiet, f. 1961

Dan Salvfester Andersen, Det norske Arbeiderparti, f. 1972
Terje Willy Andersen, Fremskrittspartiet, f. 1967

Marianne Arild, Hoyre, f. 1978
Svein Aspelund, Sosialisti parti, f. 1958
Anne Katrine Berg, Kristelig Folkeparti, f. 1974

Trykk "Ga tilbake" dersom du vil korrigere stemmen din.

Trykk "Send inn for a levere din.

Send inn stemmeseddelen >

brukerstotte pa tif. 800 38 254 (800 EVALG)

Ga tilbake ﬁ Avbryt

Trenger du hjelp’ Versjon




Din stemme blir na registrert...
Krypterer stemmen din ...
3%

Kommunal- og regionaldepartementet

Takk for at du stemte!

Din stemme er na registrert. Trykk "OK" for & ga videre.
Snart mottar du en tekstmelding (SMS) med returkode pa
mobiltelefonen din.

Har du valgkort kan du sammenlikne returkoden med koder pa
valgkortet ditt for & kontrollere at stemmen din er riktig registrert.

v

Kommunal- og regionaldepartementet
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Hi, Kirsti Bostrgm.

Your vote at the municipal
council election was received
09/08-11 09:18:00.

You voted for the party with
code 0975. You have 1
personal vote and listed 6
candidates from other parties.

You should check your return
code against your poll card.
Call 800 38 254 if the codes do
not correspond.

ke
# VALG

Poll card with
return codes

@ VALG VALGKORT 2011

Kommunestyre- og fylkestingsvalget 2011

Bode kommmune Nore Par Wesset
e UANGraNANE 28
i,

051 e 0853 Forsetakommune
Yot ot | s | i
o 1
| Kommunenr. | e manniatiet
L VoA 000044
Navn

T e
.. i

2008 Lanngode
P valgdagen er lokalet Apent:
16082011 10.11.00- 0500

Redt 5252 Samfurnspartiet 0321
Semerpartiet T Sosialistisk Venstreparti 7153
Vensire 0904

= |

Ministry of Local Government and Regional Development
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4 BIST DU SICHER, DASS DEINE STIMME
; RICHTIG GEZAHLT WIRD?

Ministry of Local Government and Regional Development

# VALG
Observing paper voting

Observable

Ballots
Counted

Voter’s Ballot
intent submission

storage

Ministry of Local Government and Regional Development
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E-voting=Black Box Voting?

Observable?

Ballots

Voter’s Black Box
Counted

intent

5

Voter

Doesn'’t certification and/or open source fix this?

No.

The source code is far too complex to be meaningfully reviewed
Research shows that hidden «back doors» will almost never be found.
Certification is only valid within set parameters.

However — it’s still an important step towards openness and accountability

The solution: Verifiability

End-to-end verifiability

A
[ \

intended cast @ counted g
;@ B0 o Jri o

Election result

Voter

Norwegian verifiability in brief:
The return codes prove to the voter that her individual vote was cast as intended
One can prove mathematically that
All cast votes were also stored
All (valid) stored votes were also counted
The proofs are not public, but are made available to anyone who wishes to verify
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%‘iffVALG
Verifiability in Norwegian system

Return
codes Mathematical proofs

A A
[ | |

intended cast @ counted s

Election result

32 Ministry of Local Government and Regional Development

Possibilities for fraud in e-voting
Whenever the subject of electronic voting is discussed, fraud is a hot topic:
Buying and selling of votes / Coercion
Re-voting and paper votes taking precedence
Vote-changing viruses
Return codes
Manipulation of votes or results
by EMB staff
by software vendors
by «hackers»
Verifiability
Note: Verifiability is not a panacea, but it's the most important measure to combat fraud.
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“Fighting electoral fraud and securing the e-enabled voting — the role of the electoral
administration and observation of voting”

by Ms Ardita DRIZA MAURER

Overview of Internet voting

Internet Voting has more than 10 years history in Switzerland. It is being gradually introduced since
the beginning of 2000. After a pilot period, the federal Government and Parliament approved
(respectively) in May 2006 and March 2007 the current approach to internet voting : s step by step
introduction which takes into account the lessons learned as well as the rapidly changing risks.

Four steps/phases have been identified and are followed when introducing internet voting:

1 Voting via the Internet at referenda (e-voting)

2 Voting via the Internet at elections (e-elections)

3. Online e- collecting of signatures for initiatives and referendums (not yet explored)
4 Electronical handing of candidate lists (not yet explored)

The three internet voting systems which have been developed by the three pilot cantons of
Geneva, Neuchéatel and Zirich, with the financial support of the Confederation, have been so far
used by thirteen cantons (half of the 26 Swiss cantons).

Internet voting has been extensively used during federal referenda. At the last federal elections in
October 2011 four cantons conducted first trials with e-voting. The shift to the second phase was a
success. So far (30 June 2012) internet voting has been used 92 times at the federal level and
other numerous times at the cantonal level.

The new voting channel is understood as a third, complementary channel besides the voting in
person at the polling station and the completely liberalized postal voting. More than 90% of all votes
are remote votes and are handed in via the postal channel. Remote voting being already a
standard, it was also the starting point for the introduction of internet voting.

Introduction of internet voting has so far focused on Swiss abroad, since they have difficulties to
vote due to postal delays. It is planned to introduce internet voting for all citizens in the long run. It's
up to the Cantons to decide if and when they wish to introduce this new channel as they are
responsible for the organization of votes and elections, including federal ones.

Security first — this is the idea behind the step by step approach which allows for a constant
evaluation of the security matters. At the moment no more than 10% of the voters are allowed to
participate electronically. A taskforce consisting of members of the Confederation, Cantons and the
academic world is currently defining new security standards in order to raise this limit. The task
force proposes the introduction of verifiability.

The federal Chancellery coordinates the different cantonal projects and is responsible for the
authorization procedure through which the federal government decides to authorize or not cantons
to use internet voting at a certain federal voting event.

Electoral fraud and risk management
Electoral fraud is defined as follows in article 282 of the Swiss Criminal Code (RS 311.0,

http://www.admin.ch/ch/e/rs/c311 0.html)
Art. 282, Electoral Fraud



http://www.admin.ch/ch/e/rs/c311_0.html
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1. Any person who forges, falsifies, removes or destroys an electoral register, any person who
participates in an election or a vote, or signs a request for a referendum or an initiative without
authority, and any person who falsifies the results of an election or vote or a petition requesting a
referendum or initiative, in particular by adding, altering, omitting, deleting ballot papers or
signatures, counting them incorrectly or incorrectly certifying the result, shall be liable to a custodial
sentence

not exceeding three years or to a monetary penalty.

2. If the offender acts in official capacity, the penalty shall be a custodial sentence not exceeding
three years or to a monetary penalty of not less than 30 daily penalty units. The custodial sentence
may be combined with a monetary penalty.

Other articles dealing with electoral misdemeanors against the will of the People are:

Art. 279, Disruption and obstruction of elections and votes
Art. 280, Attacks on the right to vote

Art. 281, Corrupt electoral practices

Art. 282", Vote caching

Art. 283, Breach of voting secrecy

So far no fraud occurred in relation to internet voting. Nevertheless several fraud scenarios are
envisaged and authorities prepare themselves in case anything happens. The following examples
of fraud in the context of internet voting can be envisaged:

Client posts (private computers) infected by a virus aiming at altering voting results
Internet voting servers infected by a virus

dDoS attack (distributed denial of service)

Successful hacking of the internet voting system

Spoofing

Man-in-the-middle attack

Divulgation of sensitive information (codes) used to print voting cards

Several organizational measures to deal with possible frauds in the context of internet voting are
foreseen. A crisis management body involving the system administrators, the federal Chancellery
and any involved canton is created before each internet voting event to deal with potential
problems, including fraud. The crisis management body elaborates and adopts contingency plans
in the event of problems as well as communication scenarios and other transparency related
measures. The OSCE/ODIHR election assessment mission in October 2011 found the crisis
management body was a good practice®. Furthermore the legislation foresees prosecution ex
officio in case of electoral fraud. Depending on the impact of fraud its consequences range from
suspension to cancellation of internet voting and its results.

Both remote voting channels — the postal and the internet one — present higher risks of fraud than
polling station voting. The main difference is of course scalability: fraud with the electronic ballot box
will presumably have a higher impact on voting results than fraud with the postal channel.

The policy of limited, controlled and step by step introduction of internet voting adopted so far has
been a way of mitigating risk. An exemple: at the federal vote on 17 June 2012 only 3% of voters
were authorized to use internet voting. This small amount is of course no incentive to potential
cheaters.

It is expected that the future introduction of verifiability as well as more formalized controls would
allow extending or even generalizing internet voting without taking higher risks.

3 See Swiss Confederation, Federal Assembly Elections 23 october 2011, OSCE/ODIHR Election Assessment
Mission Report at http://www.osce.org/odihr/87417



-59 -

Electoral administration

Electoral administration functions very well and enjoys a high level of trust (see the OSCE/ODIHR
report of January 2012). Registers are permanent and are kept at cantonal/communal level.

In the context of internet voting, potential fraud both from outside and inside has been considered
and the systems have been constructed and are operated accordingly to prevent and detect it.

Several technical and organizational rules have been introduced to mitigate and detect fraud.
Examples include system architecture, separation of duty, authorization of interventions,
transparency of interventions, monitoring of operations, rules for hiring of personnel, liability rules,
dual control at any intervention, etc.

Role of observation

Another good practice is the independent electoral commission existing in two cantons which is a
supervising body that controls part of the keys of the system, has access to all documents and
information on internet voting and may order controls/audits, etc. The electoral commission allows
for a more meaningful observation of internet voting.

Furthermore control ballot boxes have been introduced by all systems. External cheaters are
unable to tell which is the control box. Its particularity is that the results it should contain have been
put on record by the electoral commission. The final result will be checked against the recorded
one. If fraud occurred it would theoretically also affect the control ballot box. Its integrity is a good
hint that no fraud occurred.

Although observation is not regulated in law, observation both national and international is of
course possible, as the previous election assessment missions of the OSCE also noted.

Open guestions

When addressing the issue of fraud in the context of Internet voting one should note that several
questions remain unanswered. They are currently being discussed at different forums (cantonal
level, federal task force, federal working group...) and are taken into account when elaborating
future solutions for internet voting. Here are some examples:

o Fraud can be committed from outside the country. Prosecuting requires international
cooperation: quid?

o Outsourcing (cooperation with private sector) is currently regulated in contractual way. Is
it necessary to modify the legislation in order to have a standard regulation?

o Verifiability helps to detect fraud as it gives the voter a « proof » in case fraud occurred.
What to do with the proof from a legal point of view? Do we need to ensure such mathematical
verifiability also for the other two voting channels (postal, polling station)? If yes, how?
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“Technical support of elections and e-voting in the Russian Federation”

by Mr Mikhail POPOV

Ladies and Gentlemens,

Development of information society and fast introduction of information communication to all
spheres of our life create new requirements with regards to electoral institution. Information
becomes the leading resource of information society; its quantity rapidly grows and provides for the
specific role. Internet has gained a stable position in modern life, increasing the speed of
information transfer and changing the ways of its representation.

Information communication technologies improve constantly changing perception algorithms and
global information background. Graphic and multimedia forms are used widely allowing provision of
larger information volumes in compressed form and increasing perceptual speed.

In conditions of global informational support elections organizers shall carry out activities that
ensure compliance of technological support of electoral procedures with information society
expectations. Information shall be open to public at large and provided correctly and in full scale.

The Russian Federation has its own experience of usage of technical facilities for vote counting and
electronic voting devices. The last cycle of federal elections was marked with large scale usage of
technical facilities at election precincts in all 83 regions of the country.

Russian electoral legislation enshrined mandatory usage of the State automated system of the
Russian Federation “Vybory” (GAS “Vybory”) for elections and referenda. Usage of this system is
regulated by the Constitution of the Russian Federation, electoral legislation, legislation of the
subjects of the Russian Federation and regulatory documents of the CEC of Russia.

Automation of electoral process in the Russian Federation started over 15 years ago with creation
of GAS “Vybory”. Presently this is one of the largest permanently functioning information systems in
the country. For years of its work the system has proved its reliability during tens of thousands of
elections at federal, regional and local levels. GAS “Vybory” has earned complete trust of public at
large. The system guarantees respect for electoral rights of citizens and makes a foundation for
electronic democracy development.

GAS “Vybory” performs other functions besides automation of labor intensive information
processes. The system is created with the use of algorithms in compliance with the federal
legislation and legislation of all the subjects of the Russian Federation that regulate electoral issues
at all levels and provide for strict observation of legislation.

GAS “Vybory” is used at all stages of electoral process from the moment of publication of the
decision to conduct election campaign and up to summarizing of the results. The system automates
all the processes included into operational activity of election commissions during election
campaigns and in between elections.

Main objectives of GAS “Vybory” include: procession of information on election campaigns and
candidates, control over electoral funds, compilation of voters’ lists, gathering and processing of
information on voting returns, prompt informing of electoral process participants on the course and
returns of voting.

GAS “Vybory” structure is multilevel and geographically distributed and is in compliance with the
structure of election commissions of the Russian Federation: the CEC of Russia, 83 election
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commissions of the subjects of the Russian Federation and 2726 territorial election commissions
are equipped with complexes of automated facilities (CAF). Total number of technical and software
facilities in the system exceeds four hundred thousand.

GAS “Vybory” provides well protected information-technological infrastructure, unified software and
information processing procedures at all levels.

Voting returns data is entered into the system in territorial election commissions and then is
transferred to election commissions of the subjects of the Russian Federation and the CEC of
Russia via secured communication channels.

In order to provide openness and transparency of electoral process information on planned election
campaigns, candidates, course and preliminary voting returns from the database of GAS “Vybory”
is published on GAS “Vybory” Internet portal that includes the CEC of Russia site and sites of 83
election commissions of the subjects of the Russian Federation.

Specific attention is paid to development of the CEC of Russia Internet resource for disabled
citizens. One of the first Internet resources of federal state power bodies of that kind was developed
for the CEC of Russia site aiming at visually impaired citizens. This resource constantly expands
the list of topics and sections accessible by visually impaired people.

On the single voting day on March 4, 2012 the election of the President of the Russian Federation
was conducted, as well as over 4 thousand regional and local campaigns. 95 424 election
commissions carried out their activities in their territories. Over 130 000 protocols of voting returns
were transferred and processed with the system application and published on GAS “Vybory”
Internet portal which provided an additional possibility for the public at large to monitor the course of
elections.

Two types of vote counting technical facilities are used at election precincts in the Russian
Federation: ballot processing complexes (BPC) and electronic voting complexes (EVC). Both were
developed and are produced in Russia.

BPC uses the technology of contact scan of marks put by voters in their ballots. Complexes were
created in 2003 and improved in 2010. The first batch of electronic voting complexes (EVC) that
uses paperless technology of voters’ will expression was produced in 2005.

Over the last years the number of vote counting facilities used at precincts has increased multiple
times. For example, the usage of BPC at election precincts when comparing 2008 and 2012 has
increased by 3.6 times, and the usage of EVC — by 55 times.

At the election of the President of the Russian Federation in 2012 the number of people that voted
using BPC increased by 5 892 994 in comparison with 2008. The number of voters who used EVC
during the same electoral cycle has increased by 312 347.

Electronic voting complex automates the voting process at election precincts and ensures conduct
of electronic voting, automated votes count, establishment of voting returns and compilation of
election precinct protocol of the election results.

EVC consists of microcontroller electronic chips and its own data format. This technical solution
allows reliable protection of EVC from any attempts of unauthorized access and virus attacks. One
complex consists of fixed touch screen voting devices (2 to 9 devices), 2 mobile touch screen
devices, and 2 touch screen trainers that are placed at the election precinct entrance allowing
voters to vote in a training mode.
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Complexes are certified. | would like to note that technical facilities for vote counting — BPC and
EVC - undergo mandatory certification to confirm there are no undeclared features. Certification is
carried out by special organizations that are controlled by the state.

At an election precinct a voter presents his passport and receives a bar code card. By using it with
reader of a touch screen device he is granted access to an electronic ballot. Bar code on cards is
generated and printed out with the usage of a special program of random numbers generation. The
card may be used only once and only at one specific election precinct. There is no possibility to use
it twice.

Algorithms and interfaces of screen forms of touch screen voting device exclude occasional
omission of any electronic ballot by voter in the process of voting.

EVC uses the system of backup printing on paper media: voter’s choice is recorded on control tape
of individual printing device that is accessible only to the voter at the moment of voting. By checking
it the voter may be assured that his vote was recorded correctly. After the voter confirms his choice,
the tape automatically moves and the next voter is not able to see the previous voting result.

| would like to emphasize that the control tape records only the voter’s choice (who he or she voted
for) without indicating any personal data of the voter. Regulatory documents of the CEC of Russia
in case of any reasoned complaints provide for carrying out of control count of votes that shall be
made by election commission at precincts equipped with EVC for the particular control tape.

Mobile touch screen voting devices within EVC provide for voting outside election precinct. They
include additional features for visually and hearing impaired voters: devices are equipped with
Braille alphabet and earphones for audio instructions.

Before the voting starts at each precinct equipped with vote counting technical facilities (EVC or
BPC), these facilities shall undergo mandatory testing. Complete cycle of voting in training mode is
carried out in presence of the chairman, members of election commission, observers. In the
process of testing the complex software is checked with regards to its correct work. All facilities are
checked with regards to possibility of choosing each of candidates, and the final protocol of test
voting is compiled and signed by members of precinct election commission and observers. Further
on the facilities are sealed.

Last federal campaigns were marked with large scale application of vote counting technical facilities
at election precincts. They were used in all 83 subjects of the Russian Federation.

None of electoral process participants complained about BPC or EVC performance. There were no
attempts recorded to interfere with work of technical facilities and GAS “Vybory”.

During the election of the President of the Russian Federation 5500 election precincts were
equipped with over 12 000 technical facilities (BPC and EVC). Electronic voting complexes were
used at 311 precincts in 8 subjects of the Russian Federation: the Kabardino-Balkarian Republic,
the Komi Republic, the Republic of Mari El, the Republic of Tatarstan, the Khakass Republic and
the Chechen Republic, as well as in Murmansk and Toms Regions.

EVC were also used at 22 precincts outside the country: in Germany — at 11 precincts, in Poland —
at 4 precincts, and in Baikonur (the Republic of Kazakhstan) — at 7 precincts.

Video films explaining the voting rules and special education films for election commission
members were created for public awareness purposes. In all regions of the country complexes
operators and members of election commissions attended training courses. Information materials
on the voting rules were placed at all election precincts of the country equipped with technical
facilities. Election commissions of the subjects of the Russian Federation carried out public
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awareness events, presentations of technical facilities and special explanatory meetings and public
discussions.

Mandatory testing procedures of vote counting technical facilities before voting at election
precincts with participation of observers that confirm correct performance of such facilities
considerably decrease the amount of unjustified critics against the facilities and election
organizers and is one of the basic measures for the purpose of increasing of electoral procedure
transparency and trust in electronic voting systems.

Issues of practical application and further improvement of vote counting technical facilities are
publicly and comprehensively discussed with participation of public at large, political parties’
representatives, experts, journalists, public organizations of disabled people.

Electronic voting complexes shall undergo mandatory expertise in national organizations for
disabled citizens to check how they account the needs of disabled voters.

As the result of active public participation in monitoring elections trust of voters in EVC becomes
stable and considerably high which allows their future increased application at election precincts.

Electronic voting with EVC usage is defined by Russian organizers of elections as the priority
direction of vote counting technical facilities development.

In order to increase EVC application several amendments to electoral legislation shall be made.
Presently there is a restriction on complexes application: total number of precincts equipped for
electronic voting shall not exceed one percent of precincts established in the territory of elections
(referendum). The proposal to remove this restriction is currently under consideration.

In future we plan to expand EVC functions to provide for electronic voting in national languages of
people of Russia.

Establishment of integrated voting system at all levels of election commissions ensuring automated
vote counting and automated transfer of voting returns in electronic form from election precincts to
GAS “Vybory” is the main purpose of implementation of information communication technologies
into electoral practice of Russia.

Activity directions aimed at this objective achievement as well as the range of works are determined
in the Program of technical re-equipment of the Russian Federation electoral system adopted in
2011.

We plan to automate activities of precinct election commissions with regards to compilation of
electronic protocol of voting returns signed with the usage of electronic-digital signature by
commission members and its automated transfer to GAS “Vybory”. Special software-technical
facilities — automated work places at the polling station (AWP PS) equipped with data transfer
devices will be established.

The program provides for automation of 60 000 election precincts (62.16% of total number) where
90 percent of voters vote within the nearest three years. This will allow speed increase of vote
counting process and compilation of vote returns protocol, decrease of possibility of occasional and
willful mistakes during vote counting and vote returns protocol.

The unique system of video monitoring of election precincts was successfully implemented at the
election of the President of the Russian Federation on March 4, 2012.
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Over 200 000 webcams were installed, 2 at every precinct election out of more than 90 000
precincts all over the country. Video broadcasting system was established for the purpose of
connecting up to 25 million users with the possibility of 60 000 simultaneous viewing with each
camera.

During the broadcast around 99.3% of precincts equipped with broadcasting cameras were in
working mode. Failures at maximum load amounted only to few dozens that was equal to fractions
of total percentage. In case of failures recording was exercised locally and loaded into archive later.

Simultaneous recording time amounted to 500 years of video. 3.5 million people observed the
voting process online on March 4 through the portal www.webvybory2012.ru, and altogether they
watched over 7.9 million broadcasts. In total during the election on March 4 over 2.5 petabytes of
video information was recorded with the usage of videomonitoring system.

Within one day 500 million of views were recorded for webvybory2012.ru site that was established
for broadcasts monitoring. Over 100 ddos-attacks with wide geography were attempted.

Video broadcasting system established for the purpose of increasing of openness and transparency
of electoral procedure and prevention of incidents of counterfeiting of elections results was fully
justified. It allowed representatives of candidates and political parties, observers, experts, journalists
and public at large monitoring the course of voting and vote counting in real time mode.

Presently in the Russian Federation modern information communication technologies are
implemented at all levels of electoral system. New integrated automated system of vote counting
and data transfer from election precincts is being established. This work is carried out in close
cooperation with voters, representatives of political parties, expert community and national
organizations.

The procedure of national certification of technical facilities guaranteed by the state is also
implemented.

System of video broadcasting established at election precincts is required at all electoral levels,
including municipal elections. In the nearest future it is planned to be used during elections of
mayors of Krasnoyarsk and Omsk, as well as during elections on the single voting day in October
2012.

Implementation of electronic voting systems in the Russian Federation is carried out with the
account of feedback provided by representatives of expert community, political parties, and public
organizations in order to maintain the balance between increasing technologies range and trust of
citizens in electronic voting systems.

Implementation of these works allows:

Expansion of possibility of realisation of the suffrage of the citizens of the Russian
Federation;

Increase of transparency of the election process;
Expansion of possibility of control of the public over the election process;

Exception of influence of the human factor on a course and results of voting.


http://www.webvybory2012.ru/
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“Election Observation of New Voting Technologies”

by Mr Robert KRIMMER

1836: One of the First Voting Machines ...

Grote (1836): Bill to Enable
Votes to be Taken by Ballot at
the Election of Members to

@E : Serve in Parliament.
ODIHR )

1925: An Early Assessment ...

~Presumably the voting machine does require an act of
faith on the part of the voter in a mechanical contrivance
whose workings he cannot see.

No more so, however, than is required in the case of the

automobile in which he drives up to the polls.”
@E T. David Zuckerman (1925)
ODIHR 3

Some arguments

NVT can help offer additional functionalities to elections, i.e. counting complicated and large volume
elections, supporting hadicapped or enfranchise very remote voters to participate in elections.

On the other had NVT can endanger the secrecy of the vote, the integrity of elections as a whole,
as well as raise doubts about the transparency and accountability of the conduct of the elctions.
With NVT it is challenging ot reach the same level of universal acceptance, trust and confidence to
understand as with paper voting. It can not help to bild trust, but requires trust for proper
implementation.
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Why observe elections?

To assess compliance with the international standarts, OSCE commitments 5not to certify or
validate results)

Create confidence for contestants and voters to participate in election process

To enhance the intagrity of the process

To deter possible fraud and intimidation

Process oriented — only interested in results to the degree that they are reported honestly and
accurately

To recommend ways in which the electoral process can be improved

Mandate of OSCE/ODIHR
Copenhague document 1990 — establishes basic criteria for genuin democratic elections
Paragraphe 8 states:

“The OSCe participating States consider that the presence of observers, both foreig and domestic,
can enhance the electoral process of States in which elections are taking place.”

Forms of Electronic Voting

Controlled Uncontrolled
(Polling Station) (At Home)

@

Ballot Sheet Postal Voting b=

8

n

DRE Electronic g

Electronics Voting Machines Internet Voting g_

Kiosk Voting
EEEE

ODIHR 7

Seven Key Principles for observations and assessment of NVT

Secrecy of the vote
Integrity of results
Equality of the vote
Enfranchisement
Transparency
Accountability
Public confidence
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Election Activities with NVT 2011/12

Estonia EAM Norway EET Russia EOM’s Switzerland EAM

Overall experience

Time schedule quite challenging — NVT starts earlier and finishes later than normal time frames
Deployed one or more NVT analysts to join the Core Team

NVT analysts come from academia, EMBs

Integrated approach to analyse NVT and to compare it to the existing (paper observation)
experience

More recommendations: some 53

Legislation

Further detail the procedure in the law — set-up, start, stop, counting, data destruction — needs to

cover all the steps of the whole electoral process

Important
show to the voter how his/her data is processed and destroyed after not needed anymore
needs to give guidence to voters, candidates and administration how the system is operated
and how it processes data

Formalize clear regulations for invalid ballots

Oversigt and Management

Formalize a body to oversee internet voting
Technical capacity for election management body
Formalized separation of duties

Develop a disaster recovery plan

Secrecy and integrity

Use of paper based voter credentials or smart cards

Quality of printing process, including the potential misuse of data, is of concern
(Formalized) Separation of Duty

Management of Secret Keys

Review and improvement of Encryption Model

For NVT Systems Involving paper to record the votes

Random Hand-recount of meaningful number of Polling Stations Ballot Boxes
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Voting Process

Develop time-plan/ election calendar

Determine deadlines

Co-operate and co-laborate with important stakeholders to protect the process against dDoS
attacks

Consider to offer end-to-end verifiability to voters and public

Offer voter interface in multiple languages

Testing, Evaluation, Certification and Auditing

Conduct end-to-end tests in real world environments to identify problems especially with interfaces
Use final software

Compile command level document including publish it, as basis for audits

Elaborate detailed specifications for evaluation and with it certification of NVT

Delegate audit, evaluationa nd certification to independent competent national bodies

Publish audit, evaluation and certification reports

Training

IT literacy needed by
Election Management Bodies to operate — internal training
Voters to use the system to cast votes — Voter education porgrams
Observers, political parties, interested public

Summary

While they are new they still have to fulfill the existing commitments and standards

NVT Observation takes considerable longer

NVT Observation Methodology has emerged and will soon be formalized — Handbook of NVT
Election Observation
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“HoBble TexHOMOrMM No o6y4yeHuto n3dbuparenen u YneHoB M3dupaTenbHbIX KOMUCCUA”

M.A.CapcembaeB

Moa HOBLIMWU TEXHOSMOMMSIMU B 0Dy4YeHUM nsbupartenen 1 YneHoB M3bupaTterbHbIX KOMUCCUI Mbl
NMOHMMaEeM MCMNOoNb30BaHNE KOMMbIOTEPHLIX BO3MOXHOCTEN. Mbl MMeeM B BUAY UHOPMAaLIMOHHO-
KOMMYHWUKALMOHHBIA METOA OOY4YeEHUs1, KOTOPbIA peanusyeTcsl B criegylowmx dopmax: cosgaHue
BebG-nopTana Monodoro wu3bupatens; pas3paboTka WHTEPAKTUBHLIX KOMMLIOTEPHBIX UIP U
BOBJIEYEHME MOJIOAEXKM, YSI3BUMbIX CIIOEB HaceneHusl (MHBanuaoB), XXEHLUMH U BCEX >KENatoLLmX
y4yacTBOBaTb B 3TW AENOBbLIX Urpax; opraHn3aums U NpoBeAeHNE MHTEPHET-TONIOCOBaHNSI.

LleHTpanbHasa nsdbupatensHasa komucens Pecnybnukm Kasaxctan m MNporpamma passutua OOH B
KasaxctaHe COBMECTHbIMU YCUMNUSMW COCTaBUIM AOKYMEHTbI NS y4acTUst B KOHKypce Mo FIMHUK
OOH no Bonpocam MOBbLILEHUS 3MIEKTOPANIbHON FPaMOTHOCTU U KyNbTypbl HAacerneHusa n cpeam
MHOMMX KOHKYPEHTOB B MacliTabe BCEro mvpa BbiUrpanuv rpaHT Ha 3asiBNEHHy Temy. 3aTem
00bsABMB KOHKYPC B Maclutabe cTpaHbl, OCTaHOBMNWM CBOW BbliGop Ha [laBnogapckon Likone
ynpaenexHus. MimeHHo aTta wkona co csoum pykoBogutenem [.K.MceHoBon u TpeHepamu B
TeyeHne 2-x net cymena obyuntb 561 npedctaBUTENS pasnnyHbIX COLMAnbHbLIX FPYMN HaceneHns
(cenbckyto  Monodexb, JKEHWWH, WHBaNUAoB), 242 MONOAbIX YrNeHa Y4yacTKOBbIX U
TeppuTopuanbHbIX n3dupaTtenbHbIX komuccunin 10 permoHoB KasaxcTtaHa ¢ MOMOLLBHO Kak pa3 Toro
NHOPMALMOHHO-KOMMYHUKALMOHHOIO MEeToAa, KOTOpbIA Obll YNOMSIHYT B MEPBbLIX CTPOKax
AaHHoro Tekcta. Utoro — 6onee 800 yenoeek. [laBanTe NpUCMOTPUMCS K 3TOMY OMbITY 06ydeHus,
BHUKHEM B €0 CyThb.

TpeHepbl Npy NPOBEAEHN CEMUHApa NOCTaBUNN Nepen cobon uenb: NHoOpPMMPOBaTL YA3BUMbIE
rpynnbl HaceneHnsa (MHBanNMAoB, XXEHLWMH U Monoaéxun) o BbibOpHbIX Npoueccax B KasaxcTaHe,
paccka3aTb O cpopmax u cnocobax pelleHuss npobrnem CBOEN coumanbHOW rpynnbl Yepes
npeacTaBuTene B BbIOOPHbIX OpraHax rocyAapcTtBa MM HEMOCPEACTBEHHO, CTaB AenyTaToMm
Maxunuca (HwxHeln nanatbl) [NapnameHTa unym macnuxarta Toro UM MHOrO MECTHOrO YPOBHS, a
TaKKe NOBbICUTb aKTUBHOCTb YMOMSAHYTbIX COLMarnbHbIX rpynn B OCYLLECTBEeHNM npaBa n3buparb
1 6bITb N3GPaHHLIM.

TpeHepbl 3apaHee chopmynupoBanu 1 NOCTaBUNKM nepen cobon cregyowme 3agadun: obyumTb
cnywiartenen OCHOBaM KOHCTUTYLIMOHHOrO, B TOM 4ucrie msbupartenbHoro, npasa Pecnybnuku
KasaxcTaH; nHdopmmnpoBatb Ux 06 onbiTe COGMIOOEHUSA 3NEKTOPanbHONO 3aKOHOAATENbCTBA B
ApYrnX CTpaHax; BbISABUTb NPOBNemMbl HU3KOW aKTMBHOCTU TE€X WN MHbIX FPynn HaceneHus B
n3bupaTtenbHbIX KamnaHuax v NpegnoXuTb NyTU UX pelleHns; obydnTb HaBblkaM yyacTusi B
n3bumparenbHbIX KaMNaHWUsX; NPUBUTb KOMMYHUKATUBHbIE U NNAEPCKME KadecTBa.

KonnyecTtBo 4acoB B KaXaoM pernoHe peLleHo onpenenntb B 11 akageMmnyecknx 4acos.

B npouecce npoBeaeHus ceMmHapa B COOTBETCTBUM CO CChOpMYNMPOBaHHbIMY 3aa4a4amn TpeHepb!
CyMEnu npuBneYb MNpuUCTanbHOE BHMMaHWe chywarenen K 3aHuMaTerlbHOMY — M3YyYeHMHo
MOMUTUYECKMX W anekTopanbHbix acnektoB KoHctutyumm Pecnybnukm KasaxctaH u ocHoBam
n3bumpartenbHoro 3akoHoaTenbCcTBa, B TOM 4ucrie KOHCTUTYUMOHHOMY 3akoHy O Bblbopax,
npobrnemam Tex W Opyrux T[pynn, KOTOpble BO3HMKAKOT NpyU peanusaumm UMM  CBOUX
KOHCTMTYLMOHHbIX NpaB, U K TeM MeTogam U cpeactsam, C MOMOLLLIO KOTOPLIX OHWU MOrn Bbl 3Tn
npobnembl pewmnTtb, cymenu BblbpaTe Hanbonee apdekTnBHble HOPMbI MHPOPMUPOBAHMSA U
oby4eHns atux uenesbix rpynn. ®opmamm obyveHus cTanu poneBas urpa, MO3roBasi aTtaka,
npeseHTaumm, Gnuuy-onpoc. ATo Hago ObINO BMAETb WM MPOYYBCTBOBATb: aBTOPY 3TMX CTPOK
A0Benocb NnobbiBaTb Ha 3TUX TBOPYECKMX CEMUHapax B OQHOM U3 pernoHoB (B BocTouHOM
KazaxctaHe).
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MpoaymaHHOE coaepaHue 3TUX YYEOHbIX 3aHATU U YeTKoe pacnpedeneHue nogaBaemMon no
cTagusM cemuHapa MHopmaumu, HeTpuBmnanbHble MeTodbl 0ByYeHUs, YMenbl 1 UHTPUTYIOLLNIA
pa3bop NpakTUYECKMX AneKToparnbHbIX CUTyauuin, MOrpyXeHne cnywaTenen B POSieByl Urpy, B
npouecce KOTOPON OHM UCMbITbIBANM pearibHble 3MOLUM y4acTHUKOB M3bumpaTtenbHoro npouecca,
NO3BONMUNN  CRywaTensM MnofyYnuTb HOBble 3HaHWs, MNpuMobpecTn npakTUYecKne HasblkM B
OCYLLECTBIIEHMM  3reKTopasrnbHbIX  AENCTBUA UM [OCTAaTOMHO  PE3KO  MOBbLICUTL  CBOW
KOMMYHUKaTUBHbIA YpOBEHb OOLWEHMA C NoabMKW, 3a4eNCTBOBaHHbIMM B 9TOT  y4ebHO-
NpaKTUYeCKUin npoLiecc.

Ecnu paccmatprBaTb CEMUHAPbI-TPEHWHIM C TOYKU 3PEHUSI UCMOMb30BAHHOW METOAONorMn, TO
MOXHO aKLUEeHTMpOBaTb BHUMaHME Ha criegytoleM. TpeHepbl cTapanvcb NPOBOAUTL CEMUHAPDI -
TPEHVHIN B PEXUME WHTEPaKTUBHOW TEXHOMOrMW, CyTb KOTOPOMW COCTOsiNa B 3aXuratesribHo-
TBOPYECKOWN peanu3auum 3apaHee crieumanbHO pas3paboTaHHOM PONeBON Mrpbl NMog Ha3BaHWEM
«OpraHusaums  wTaba un3bvpaTenbHOM KamnmaHuM» C  TENeBU3MOHHbIM  TOK-oy. JTa
MHTEepPaKTUBHAsi Urpa, NraBHO NepexoaMBLUasi B TENIEBM3VOHHOE TOK-LLOY, NO3BOSsiNa TpeHepam
[AaXe 3a OOMH OeHb nepegaBaTb CryllaTensiM CONMMAHbIA MacCUMB 3HaHWIA MO Ka3axCTaHCKOMY
BbIOOPHOMY 3akoHOAATeNbCTBY, a TakKe MNPUBUTbL WM HaBblKM MPAKTUYECKOrO Yy4acTHMKa
anekTopanbHoON kamnaHun. Ha cnepytowmin AeHb TpeHepbl cTaBuiv 6onee maclutabHyto Lenb —
BbI3BaTb Yy criyLuatenei ele 60nbLINA UHTEPEC K NpeanoXeHHoW TeMe C TeM, YToObl NobyanTb KX
OCYLLECTBMATb  MOMCK 3HaHWM camMuMm. YyacTue B PONieBOM urpe npeacraButenemn
HeNpPaBUTENbCTBEHHBIX OpraHM3aLyii, KOTOpble KPUTUKOBanu AENCTBUSI YNEHOB M3GupaTternbHou
KOMMCCUM, NoJorpeBany MHTepec kK y4ebHon urpe, Gnarogapst KOTOpPoW criyLiateny nonyyvanv 6es
0Cco6O0ro HanpsKeHWs1 AOMONHUTENbHBIE 3HAHWSA, Nepeaasani NoslyYeHHbIe 3HaHNS U HaBbIKU CBOM
LIeneBon rpynmne, NOCKOmNbKy 3TO AMKTOBANocb HeOBXOAMMOCTBLIO Y4acTusi B Urpe 3TON LeneBou
rpynnbl 1 3aLWmUTbl €€ CreumMdUYHbIX MHTEPECOB.

3aTeM y4acTHMKOB CeMMHapa-TPEHMHra npernogaBaTenn Senunn Ha ABe KOMauabl, npegnaranv
caMuM cnywiatensMm pacnpenenvTtb ponv BHYTPY KaKOoW KOMaHabl. ATO MOXHO Obirio agenatb no
XENaHUl CaMuX YYacCTHUKOB, a TaKke C MOMOLLb Xpebus. Ponesble yHKUMM YyYaCTHUKOB
aneKTopanbHOro npouecca pacnpeaensnucb Tak: KaHauaaT Ha BblOOPHYH [OMKHOCTb, €ro
COBETHUKW, LOBEPEHHbIE NULA, a Takke 3KcnepTbl, Habnogatenu (kak OTe4YecTBEHHbIE, TaK W
MexayHapoaHble) 1 nsbuparenn. 3gecb He MellaeT NogvYepKHyTb, YTO B uucne u3bupatenen
Haxo4WIMMCb He TOMNbKO YYaCTHUKM CEMUHAPA, HO U NpenoaaBaTenu-TPEHEPSI.

bbina npenctaeneHa nereHga, nNo Kotopon obbsBnanuchk Bblibopbl B Maxunuc lNapnameHTa,
MOCKONbKY y4eOHble 3aHATUS MPOMCXOAWNN He3adonro OO0 pearnbHbiX BblbopoB B Maxunnmc
MapnameHta Pecnybnukn KasaxctaH. B cooTBeTCTBMM C nereHgon KomMaHgam npessiokunn
NOArOTOBUTL CBOErO KaHauaaTa-nonmTUYECKyo NapTuio.

Ona npuaaHua ©onee OCTPOM KOHKYpeHUuM B Bblbopax kaHoumgaTam Obino npennoxeHo
NpeacTaBnATb  pasHble nonuTudeckne naptun. [llepen Havamnom OenoBo  Urpbl  Obinn
npeacraBrnenbl MHQOPMAUUOHHLIN U NOArOTOBUTENbHBIA 3Tanbl NMPOBEAEHUs n3bunpaTenbHON
KamnaHun, COOTBETCTBYHOLUME CTpaTernM opraHmsauum um3bupaTenbHOro npouecca Mo NNMHUK
wraba, onucaHbl HEKOTOpblE arMTauMoHHble POPMbl C MPEANIOKEHNEM MPUBECTU U MPUMEHUTb
HOBble arMTauuoHHble ¢opMbl paboTbl, NpaBuna pas3paboTkn NpeaBbIOOPHON MNporpamMmmbl
KaHOMOAaToB, NPEACTAaBMSABLUMX BCEe OULMANBHO 3apermcTpupoBaHHbLIE B CTpaHE MONUTUYECKME
napTun. MNpn aToM cnegyet ocobo NoaYepKHYTb, YTO TpeHepbl 3apaHee, 3a 1-2 OHA pasgaBanu
y4yaCcTHMKaM cemuHapa y4vebHoe nocobue nog HasBaHMeM «A Bblbupawo!», roe 4etko u
nocnegoBaTenbHO pacnucaHo Kas3axCTaHCKoe BbIOOPHOE 3akOHOO4ATENbCTBO M AaHa yCTaHOBKa
cnywarenam Ha obecrneyeHne HEYKOCHUTENbHOro cobntogeHns 3akoHogaTensctea Pecnybnukm
KasaxcTtaH.
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PoneBsas vrpa cnnotuna y4acTHUKOB — MpeacTaBUTENen BCex TpexX coumarbHbIX rpynn B OAHY
KOMaHZy, 4YTO MO3BOMMUIIO UM BblpaboTaTb HYXHble peLleHUs BaXHenwux npobnem vHBanuaos,
XEeHWMH n monogexn. O6cyxgaa wurpy No ee OKOHYaHUW, YYaCTHUKM OTMeuvanu, 4To Bce
npoucxoamno, Kak B pearnbHON xu3Hu. MNpumepHo 06 aTOM M gpyrnx acnekrax obyvyeHus YacTb
cnywartenen roeopuna Ha cemuHape B koHue 2011 roga u Ha koHdepeHuun B mae 2012 roga,
KOTopble Obinin opraHmM3oBaHbl LleHTpanbHon nsbmnpatensHon kommnceuen Pecnybnukm KasaxctaH
n Mporpammon passutmnsa OOH B KasaxcTaHe.

K kakum pesyrnbTatam no utoram cemMuHapa-TPeHWHra NpUxXoaaT Hawwm cnywatenn? Mbel xoTenu
Obl HaOEeATbCA, YTO OHM AOHECYT B MHTEPECHbBIX hOpMaxX NOYHEHHYO N aHANUTUYECKUM 06pa3om
cobpaHHy0 MHOPMaUUo NPEACTABUTENSIM CBOMX LENEBLIX IPYyMnn O TOM, B KakmMx HEOObIYHbIX,
WMHTEPECHbIX U NnomnesHblx hopmax u cnocobax MoryT ObiTb pelleHbl UX coumarbHble npobnemsi
nocpeacTBOM yyacTus B n3bmpaTtenbHbIX KaMNaHUaX Kak n3bumpartenn n Kak kKaHguaaTtbl Ha Ty Unu
WHYIO BbIOOPHYKD [OMKHOCTb. Mbl 3HAeM, 4YTO OHWM MNOSYyYUNIN OnpeaeneHHble MpakTUYeckme
HaBbIKW1, KOTOPblE OHW 3aXOTAT MCMONb30BaTb B NOCMEAYOWNX n3bupartenbHbix kamnaHuax. Mo
pesynbTaTaM CeMUHApOB W ONpocoB  Obinn BbipaboTaHbl MPeanoXeHusi, KoTopble 6binu
HanpaBneHbl B TrOCYAApPCTBEHHbIE OpraHbl, KOTOpble, B CBOK o4epedb, MOIMU NpUHATb
OpraHU3aLnoOHHO-NPaKTUYeCkne Mepbl MO  aKTMBM3auuWM UeneBblX [pynn  HaceneHus B
0OLLECTBEHHOW M NONIMTUHECKOM XU3HN PETMOHOB M BCEWN CTPaHbI B LIENTOM.

A Tenepb npepnarato HepeVITM K aHannmdy CceMnHapoB-TPEHUHIoB no pPa3BUTUO
I'IpOCpeCCVIOHaJ'IbeIX HaBbIKOB OJ14 MOOAbIX 4YieHOB I/I36I/IpaTeJ'IbeIX KOMUCCUIA.

MpenogaBaTenu-TpeHepbl  CTaBunM  nepeg  cobow  uenb:  MNOBbICUTb  3NeKTopanbHO-
obpasoBaTenbHbIN YPOBEHb MOMNOAbIX YSIEHOB TEpPPUTOPMArbHbIX KOMUCCUA. B 3Ton CBA3U OHU
dopmynmpoBanu nepeg cobon crnegywowme 3agadn. llepeon 3agavent crano pasbsiCHEHWE
crnywaTtensam  OCHOBHbIX  HOPM  KOHCTUTYUMOHHOrO, B TOM uucne  u3bmpaTenbHoro,
3akoHogatenscTBa Pecnybnukn KasaxctaH. BTopasi 3agava 3akntoyanacb B Heo6XO4MMOCTU
M3y4eHUs CUCTEMbl TeppuUTOpuanbHbIX U3BUpPaTENbHbIX KOMWUCCUA W HanpasneHunm  ux
aesartenbHocTU. WHTepec npeactaBuna TpeTbs 3adada, 3amkHyBlasg oblme 3HaHua o
TepputopuanbHbiX  U3bMpaTenbHbIX  KOMUCCUSAX  C NPaKTU4ECKUM  OMbITOM  paboTbl
TeppuTopmarnbHbIX KOMUCCUIM TOW obnacTtu, roe npoxoaumno obyyeHune. B kadecTtBe 4eTBepTom
3a4a4n TpeHepbl BbICTaBUNIM HEOBXOAMMOCTb OOy4YeHMs MNpPaKTUYECKMM HaBblkam paboTbl B
Yy4acTKOBbIX M3bupaTenbHbiX Komuccusax. [atas 3agada npegnonarana npuBMTUE MOMOAbIM
yneHam nsbumparenbHbIX KOMUCCUA KOMMYHUKATUBHBIX U NTIMOEPCKUX HaBbIKOB.

B kauectBe cnywatenen Obina wmsbpaHa uenesas aygutopusi B BMAE MOSOObIX YSIEHOB
TeppuTopuanbHbiX M3bupaTenbHbIX Komuceun Pecnybnvkm KasaxcTtaH, KoTopbiX o0yyanu B
TeyeHne He 11, a yxe 18 akagemunyeckmx 4acoB. KonuyectBo y4vaCcTHUKOB — 242 uneHa
Y4YaCTKOBbIX U TeppuTopuanbHbIX K3bupatenbHbix komuccnin. OTOOp y4aCTHUKOB OCYLLECTBNSANN
LleHTpanbHasa n3bupartenbHas komuccns Pecnybnvku KasaxctaH u obnactHble usbupartesnbHble
komuccun. OOHO M3 HaNpaBneHWA B COOAEPXAHUW CEMMHAapa-TPeHWHra Obiio CXOOHbIM C
HanpaBneHvem paboTbl cemuHapa Mo obyyeHuio unsbupartenen: B oboumx cnydasx 6Gonblioe
BHMMaHWE YAOEnsnoCb MW3YYEHUKO KOHCTUTYLMOHHBIX HOPM M HOPM W un3bmpaTtenbHOoro
3akoHogaTtenbctBa Pecnybnukn KasaxctaH. Ho otnuuve Bce e Obino: Ha 3TMX CeMuHapax
3aKOHOAATENBbCTBO M3y4vanu rnyoxe n ueneHanpasBrneHHo, Mes B BMAY HOPMbl 3NEKTOPasibHOro
3aKoHo4aTeNbCTBa O CTaTtyce M KOMMETEHUMM TepputopuanbHbiX n3bmpaTenbHbIX KOMUCCUN
pecnybnukn Bcex ypoBHeW. [pyrne obbembl B cofepXaHun n CTPYKType cemuHapa B Buae
NaHNPOBaHUA OEATENbHOCTU TEPPUTOPUANbHBIX U YH4aCTKOBbIX KOMUCCUMIW, NOAFOTOBKM KO  AHIO
BbIOOPOB, MNPOBEOEHUO [OHA T[OfOCOBaHWS CO BCEMW OPraHu3auMOHHBIMU - MEepOnpUATUSMU
COCTaBMANKU cneundmKy TorbKo 3TUX CEMUHAPOB-TPEHMHIOB, HaLENEHHbIX Ha 0bydYeHne MOoMnoabIX
YIIEHOB N3bMpaTenbHbIX KOMUCCUIN CTPaHbI.
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Ha aTnx cemumHapax-TpeHuMHrax Mcrosib3oBanucb M CBOW, 0COBGEHHbIE POopMbl 0By4YeHust. DTO -
pabota B Manbix rpynnax, pasbop npakTUYeCcKMX SfeKToparnbHbIX CuTyauun, obecrnedeHue
poneBou Urpbl Nog Ha3BaHneM «[leHb ronocoBaHusa», a Takke MO3roBasi ataka n énmuy-onpoc.
CornacHo n3bpaHHOM MeToaonorMn, Xo4 cemmHapa 6bin 3annaHnpoBaH Ha ABa OHA. B TeveHne
NepBOro AHS LMW MOATrOTOBUTENbHbIE MEPOMPUSITUS K PONIEBON Urpe, y4acTHMKaM OKasblBanm
COOenCcTBME B BOCTONHEHWM HeJocTaTka 3HaHWMM MO KOHKPETHbIM acnekTtam u3bupaTensHoro
3akoHopaTtenbctBa Pecnybnukn KasaxcraH, a Takke cnocobCTBOBaNM CNsiOMEHMIO YY4aCTHUKOB B
KOMaHObl B LENsAX opraHusaummM AHSA roriocoBaHusi. B COOTBETCTBUM C 3aMbICIIOM TPEHEPOB
ceMuHapa B MepBbli OeHb YYacCTHUMKaAM MNpedocTaBuM BO3MOXHOCTb 3aJaBaTb BOMPOCHI U
YTOUHATb Npoueaypbl BbIOGOPHbIX MeponpuaTuin. [locne 3aBepluarolimx ynpaXKHEeHUN Ha 3HaHue
n3bmpartenbHoOro 3akoHoAaTenbCTBa B BuAe TECTMPOBaHMA MepBbin  AeHb 3aBepLuancs
pacnpegeneHnem HeobxoanMbIX Ponen.

Ponun B nrpe 6binn pasHbiMn. Cpean HUX ponu 7 YNEHOB Y4acTKOBOW M3BUpaTenbHOM KOMUCCUM,
Ka3axCTaHCKMX 1 MeXayHapoaHbIX Habnopatenen, npeactaButenen NoNUTUYECKUX, B TOM Yucne
M ONMNO3NLIMOHHO HACTPOEHHbIX, NAPTUI, a TaKkke NpeacTaBUTenern obLLECTBEHHBIX 0ObeaNHEHWN,
npeacTaBuTenen CpeacTs MaccoBov MHOPMAaLIMK, MONNLIENCKOro, OTBETCTBEHHOMO 3a MNOPSIAOK Ha
n3bunpartenbHOM y4acTtke, u3buparenen Ha agomy, usbumpartenem — wHBaNMOoOB, M BrEpBble
ronocyowmnx mornogbix nsdbupartenen. Hawe yyactne m HabniogeHne 3a X04OM MPaKTUYECKOro
CeMMHapa-TPEHMHra Nokasano, YTo y4acTHUKN CEMMHapa CTPEMUIUCL TBOPYECKN UCMOSHSATL CBOIO
pOnb B UIPe M KaXabli cTapasncs UCMOMHUTL CBOK POSib B A€Hb rofloCOBaHMSA MO BO3MOXHOCTU
TOYHO.

Mo OKOHYaHUM Urpbl NOABOAMIMUCH UTOTU: KaXKObIA Y4aCTHUK MOT BbICKa3aTb CBOW HAbGNo4eHNs 1
AaTb OUeHKy paboTe y4acTkoBoOW n3buparenbHon kommcenun. OueHKM Gbinn 4OCTaTOUHO KECTKUMMN.

MHorve cnywaTtenu npusHaeBanucb B TOM, YTO paHee MM He MNPUXOAUNOCh CAMOCTOSITENBHO
nnaHupoBaThb paboTy M3bMpaTenbHON KOMUCCUM, HE BCErga XBaTaro onbiTa U 3HaHWI, YTobbl UX
paboTy B Ka4ecTBe YNEeHOB M3GMpaTernibHOM KOMUCCUM MOTTIM OLL€HUTb BbICOKO.

PesynbTaTbl cCoOBNanu ¢ OXugaHnsMu: CoaepXaHue 3aHsaTun u ux obbem, npeanoxXeHHble MeToabI
0By4eHUs, KPUTUHECKNA N OEeTanun3npoBaHHbIN pa3bop NPaKTUYECKUX dNeKToparnbHbIX CUTYauun,
3aMHTEPECOBaHHOE Yy4acTue cnywaTtenen B POrfeBblX Urpax Mo3BOAWAM UM MOMyYUTb
AOMOSHUTENbHbIE, HOBbIE 3HAHMS, a Takke MNOBbICUTb CBOM KOMMYHUKALMOHHbLIA YPOBEHb ObLLIEHNA
C pasHbiMu nogbMu. Mbl MOXeM yTBepxaaTb, YTO B pe3ynbTaTe NpOBEAEHHbIX CEMWHAPOB-
TPEHVHIOB Crylwlatenu MonyyYuny NpakTU4ecKne YMEHUS U HaBblKM YMENoro niaHMpoBaHWSA
OEeATEeNbHOCTM Kak TeppuTopuanbHOW, Tak U y4acTKOBOW M3bMpaTenbHOM KOMUCCUW, a Takke
OBfnagenu Haeblkamn NPodecCnOHanNbLHOro 0bLeHNs 1 paboTbl C CaMbIMU Pa3NNYHBIMKU rPyNnaMm
anekTopata B [OeHb lOfI0OCOBaHWSA, MPUYEM Takoro YpOBHS paboTbl, KOTOpbIM obecneynn Obl
nsbexaHme KoOHMMKTOB 1 Xanob co CTOpPOHbl usbmpartenen M Apyrux y4acTHUKOB BbIGOPHOrO
npotecca.

Mbl cunTaem, OOHUX CEMMHAPOB-TPEHUHrOB AN um3bupaTtenen u 4neHoB u3bupaTenbHbIX
KOMUCCUN [Jaxe C WHTEePaKTMBHbIMM MeTodaMu ObydeHusi BCe >Ke HedoCcTaTo4HO Ans
NMOBCEMECTHOIO MOBbLILEHNA 3neKToparibHOM PaMOTHOCTU U aKTUBHOCTWU rpaxdaH B Hallewn
ctpaHe. Moatomy LleHTpanbHas mn3bupatenbHas komucena Pecnybnukn KaszaxctaH COBMECTHO C
Mporpammon passutns OOH npeanaraeT u NokasbiBa€T CBOW OMNbIT OBOy4YeEHMST MOSIOOEXU U
APYrux CroeB HaceneHus pecryorvkM C MOMOLLbI0  HOBEWLWNX MHAOPMAaLMOHHbBIX TEXHOMOrMN B
BMAE MUIOTHOrO VIHTEPHET-ronoCcoBaHUs, UCMONb30BaHUSA KOMMbIOTEPHbIX Urp, Be6-nopTana.

MHTepHET-rofocoBaHne — 370 CYLLECTBEHHbIN KOMMNOHEHT OOyYeHUs MOMOAEXMN Ka3axCTaHCKOMY
n3bumpartenbHOMy 3akoHOOATENbCTBY WM M3bupaTenbHbiM TexHonormam. Hago oTMeTutb, 4To
NNOLaaKon And noarotoBKM M MNPOBEOEHUS MHTEPHET-TONOCOBaHMS CcTan  Beb-nopTan
www.umitker.kz, B KOTOpoM ObIfiv pasmMeLLeHbl MPaKTUYECKM BCS 3akoHogaTenbHasa 6asa, ponuku,



http://www.umitker.kz/
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mMaTepuansl 0 paboTe ropoAcKMX MOSIOAEXHbLIX Macnuxatax, MaTepuarnbl O CEMUHapax-TPeHUHrax,
KomnbtoTepHaa wurpa) Kcratu, cnoso umitker — ymiTkep — cowuckaTenb, kanHgugat - Obino
npeaniokeHo W NpUHATO Ha 3acefjaHuv npeactasutenen LleHTpusbupkoma un MNPOOH B
pesynbtaTe oTbopa cpeam MHOrOYMCIEHHbIX Ha3BaHWUN,

Mo nereHge monoaexHble OOLWECTBEHHbIE OObeauHEHWs onpedeneHHon obnactn B Lensx
pelleHnsa NnpobnemMm MONoAeXn pewnnm co3aatb 06nacTHON MONMOAEXHBIN MHTEPHET-MAcNNXaT, B
KOTOPOM eCTb 22 AenyTaTCKnx MecTa.

Bbino 06bABNEHO, YTO MHTEPHET-FONIOCOBaHNE Has3Ha4yeHo Ha 22 ceHTA0ps 2011 roga. denosas
yyebHasa urpa B VIHTEpHET-ronocoBaHve npegycmatpmeaeT cOOp NOANUCEN, XKenaroLmMX NPUHSTL
yyacTue B TrOfloCOBaHUKN, TECTUPOBAHWE KaHAMOATOB Ha 3HAHME 3aKOHOAATENbCTBa, CO3daHue
npeagblbopHoro wraba n gpyrve opraHu3aumoHHble MeponpusaTus. O6asaTenbHbIM YCroBUEM
SABNAETCS perncrpaumst Ha nopTane. YTtobObl MOXHO ObINO nerdye MNOHATb CMbici HTepHeT-
roflocoBaHus, Nonpobyem nokasaTb NO3TANHO BCHO TEXHONOTUIO MHTEPHET — FOJI0COBaHMS.

MepBbli 3Tan: npoBogusiacb akTUBHas WHGOPMAaLMOHHAs KamnaHus cpegu MOMOoLEXM O
NpeacTosiLLEM UHTEPHET-roNocoBaHUN — Bbino AaHOo 06bsBNEHUE O AaTte, UHTEPHET-rON0COBaHUS,
PasbACHANCA MeXaHW3M y4acTUs B TaKOM rOfloCOBaHUW, AeTanbHO MPONMUChIBaNcCst MPOMOYLLH
(copencTBme) NHTEPaAKTMBHOM Urpbl). Bbinmn 06o3HaveHbl cpokun: ¢ 25 aBrycta no 5 ceHTs6psa 2011
roga.

Bropo aTan: Hayanocb BbIABWXKEHWE KaHAMOATOB: OT  KaX4oro pawoHa, ropogos
cooTBeTcTBYOLLEN obnacTn. Cpoku Bbinm onpegeneHsl ¢ 1 no 5 ceHTAbps.

TpetTuit aTan: wWen npouecc WMHTEHCUBHOW permctpaumm B CETW, MOCMEe 4Yero Kak ycrosue
AanbHenLWero y4acTust y4acTHUKY Heobxoammo 6bino NponTu urpy «M3bupatenby», 4To 03Hayano,
YTO OH AOMmKeH Obin HabpaTb He meHee 20 GannoB Ha 3HaHWe M3bupaTenbHOro npouecca Ans
nonyyeHns KnoYva-npyMsa, a Tawkke CcrneuuanbHOro yOOCTOBEPEHWst O ero perncrpauum Kak
KaHauaata B genytaTbl 0ONacTHOro MONOAEXHOIO WHTEepHeT-Macnuxata. 34ecb Cpoku Obinu
0003Ha4eHbl ¢ 1 No 5 ceHTAbpPS.

UeTBepTbll aTan. xapakTepu3oBasncsi MpoBeAEeHMEM arnTaumoHHOM KamnaHum B BuOe
obHapogoBaHus nporpamMmel (NporpamMm), Nokasa, NPOCMOTpa BUAEOPOSIMKOB, BeaeHuns bnora. Mo
BCEM napameTpam LeWcTBoBana penTtuHroBasi cuctema. JtoT atan Obin ocyuiecteneH ¢ 5 no 18
CeHTAbps.

MaTein aTan: pacnpegenunu nMuH-KoAbl Cpean y4acTHUKOB rorocoBaHust B nepuog ¢ 15 no 18
ceHTs6p4. 9 000 y4aCTHMKOB MHTEPHET-FONOCOBaHNS NOMYYUN NMUH-KOAbI.

19 ceHTs0ps1 ObIN 00BbABNEH AHEM TULLIMHLI.

LLlecton atan: npoxogun cam npouecc HtepHeT-ronocoBaHus ¢ 20-21 ceHTabps. B ronocosaHum
npuyHAnNu ydactme 4 265 denosek. [Mpownn 22 kaHgugaTa, KoTopble Habpanu Haubonbluee
KONM4ECTBO rofioCoB MHTEPHET-n3bupaTenen.

CegpbMmoii atan: nponcxogun NpoLecc perncrpaummn genytatoB. 22 ceHTabpst Obin 06baBneH ntor
roriocoBaHusi. Pammnum n umeHa 22-x genyraTtos Oblnn 06Hapo4oBaHbI.

EcTb ewe oavH MHTepecHbI cnocob BOBMEYEHUSI MOSIOOEXM W OPYrUX KaTeropui HacerneHus B
oby4yeHne Haunboriee CNOXHbIM 3NeKTopanbHbIM Bornpocam. DTOMY MOCBSLLEHa KOMMbIoTepHas
urpa «KaHgumpaT», koTopasi co3gaHa coBMECTHbIMU yeunuamn LlenTtpusbupkoma n NMPOOH B
dopmate 3D. OHa cylecTBEHHO MOMOraeT y4yaCcTHMKaM OBfnajeBaTb HaBblkaMu MOCTPOEHUA
n3bumpaTtensHoON cTpaTerMm B XXECTKOW KOHKYpeHTHon 6opbbe ¢ BUpTyanbHbIMW COMepHUKamu.
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Onaw-urpa  «M3bupatenb» u 3D wurpa «Kangugat» ObinvM  3anmMcaHbl Ha OMcKax Ha
rocyqapCTBEHHOM M PYCCKOM 43blkax B konudectBe 1000 ak3emnnsipoB. B pacnpocTpaHeHun
ANCKOB cCpean CTYAEHTOB Ka3axCTaHCKMX BY30B W MOMOAEXW OKasblBana CopencTaue
LleHTpanbHasa n3bupatenbHas koMmuccus pecnyonmku.

B nopsigke 3akniodeHust ckaxem, 4to LleHTpusbupkom OyaoeT npodormkaTb MCMNONb3oBaTh
NPVBEOEHHbIE BbIE HOBbIE WHTEPaKTUBHbIE TEXHOMOIMM O0y4YeHus usbupaTenein U 4YneHoB
n3bupaTtenbHbiXx KomMuccuid. [ns aToro 6bino Obl kenaTenbHO OKasblBaTb COAEWCTBME BCEM
aKTUBHbIM, 3apeKoMeHO0BaBLLMM cebs HernpaBUTENbCTBEHHbIM opraHusaumsim,
cneumnanusupyloLMMcs B Aene MOBbILEHVS 3NeKToparibHOM rpaMOTHOCTU HaceneHusl CTpaHbl.
EcTb cmbicn B CTpaHe YCOBEpPLUEHCTBOBATb CUCTEMY OOy4YeHUst u3bupatenern U UneHos
n3bupaTenbHbIX KOMUCCUIA, YTO NO3BONUIMO Obl MOMNoAbIM fnoasm Goree akTMBHO y4acTBOBaTb B
paboTe y4acTKOBbIX U TEPPUTOPUANbHBIX N30MpPaTENbHON KOMUCCUI pecnybnuku.

CneumanbHo ans monogexu 6binm paspabotaHbl dniaw urpa  «M3bupaTtenb», B KOTOPOM
y4aCTHVMKaM npepgfiaraetcs MNpoWTU TECTMPOBaHME Ha 3HaHWe 3akoHogaTenbctBa PecnyGnuku
KazaxctaH B cdepe KOHCTUTYLMOHHOTO W m3bupatenbHoro npasa. [lobeguTento, npaBuribHO
OTBETUBLLUEMY Ha BCE BOMPOCHI, BPy4aeTCA NPU3-KMOY M yOAOCTOBEPEHME O perucrpaumm ero B
KayecTBe KaHauaaTa B AenyTaThl;

OTkpbIT Beb-noptan monogoro nsdbupatensa umitker.kz., Ha KOTOPOM MONOAEXb CMOXET HaWTh
WHTEpPECHYI0 MHdopmaumio 0 Bblbopax B PK, yuyebHble nocobusi «A Beibupato!» n «3akoH n
BbIGOpPbI», POTOOTYETLI O MPOBEAEHHbLIX CEMMHAPAX, a Takke Urpbl «3bupartenb» n «Kananaaty;
paspaboTaHa 1 onpoboBaHa TEXHONOMMSI UHTEPHET-TONIOCOBaHMS B MOIOAEXHbIN Macnmnxar.

Mo npeanoxenuto NPOOH B PK nunoTtHoe MHTEPHET-roNoCoBaHne npoBeaeHo B [NaBnogapckon
obnactn B ceHTsA0pe npowurnoro roga, pesynbTatbl KOTOPOro Obinv  0bCyXOeHbl Ha 3acegaHum
kpyrnoro ctona B WK PK 27 ceHtabpsa 2011 r. KonnyectBO y4aCTHMKOB MHTEPHET-rOI0COBaHNS,
nony4mBLLMX NUH-Kodbl — 9000, NPUHAMO y4acTne B rorilocoBaHmm - 4265 yenoBsek.

B ceHtabpe 2011 roga cosmecTtHo ¢ LMK PK, NMPOOH npoBeneH kpyrnbin cton Ha Temy «lytu
MOBbLILLIEHUS 9rneKTopanbHOM akTUBHOCTU Monogexn B PKx», Ha kotopom 6binn obcyxaeHbl
NMPOMEXYTOYHbIE pe3yrnbTaTbl NPOEKTa W TEXHONOMMS WUHTEPHET-TONI0COBaHUSA, KaK WMHCTPYMEHT
BbiIOOPOB B  MOJSIOOEXHbIE MacnimMxaTbl FOPOAOB W PaAWOHOB, MOJSIOOEXHbIX  NOEPOB
obpasoBaTenbHbIX YUPEXAEHUN.

WTorn npolwwenwmnx BbIoOPOB B MECTHbIE BbIOOPHbLIE OpraHbl MOKa3anu pPoCT KONMYECTBaA MOMNOAbIX
KaHgugaTtoB B genytatbl 6onee yem Ha 60%. Ecnu B 2007 rogy nuwb 7,5 % kaHauaatoB B
AenyTaTtbl MECTHbIX MacnuxaToB cocTtaBnanu monogele noam ao 30 net, 1o B 2012 rogy yxe 12%,
a B obnacTtHble 1 ropoackme macnmxatbl — 13%.

Momonogen n cam Kopnyc genytatoB MacnmxatoB Bcex ypoBHen. 3,15% o1 obuiero konuvyecTsa
AenyTtatoB cocTaBnsAoT monogple nogam oo 30 net (B panoHHbIX Macnuxatax 3,45%) npotus 1,5
% B 2007 rogy. PocT coctaBun 6onee 4yem B [iBa pa3a. YuuTbiBas yBENNUMBAIOLLYIOCS C KaXabIM
rOAOM aKTMBHOCTb MOJSIOAEXM MOXHO MPOrHO3MpoBaTb, YTO B ClEAylWeM 3fekToparnbHOM
nepvoge Oons Monodexu B BbIDOPHbLIX OpraHax 3Ha4YMTENbHO BO3pacTeT.

AHanorMyHo cknagbiBaeTca cuTyauuss M C MOBbILEHWEM NPEeACTaBUTENbCTBA XEHLMH B
Macnuxarax BCex ypoBHEW.

HabniogaeTtcs onepexarowmn pocT NpeacTaBUTENbCTBA XEHLWMH B 0b6nacTHbIX Macnvxatax: 16,
7% npotme 10, 9% B 2007 rogy. B panoHHbIX MacnmxaTtax XeHLmHbl cocTaBnsatoT 19% npotus 17,
3% B 2012 rogy.
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Heobxoanmo oTMEeTUTb, YTO B HEKOTOPbIX pervoHax KasaxctaHa npeacTtaBUTENbCTBO XKEHLUMH B
mMacnmxatax gocturno 20% u 6onee.

HecmoTps Ha TO, YTO MoKasaTenu no CTpaHe elle oTcTaloT oT EBponenckux ctpaH (Janus — 27%,
OuHnangua — 34%, Hopeerus - 42%, Leseumnsa — 46,3%, PpaHumnsa — 48%) MOXHO caenaTb BbIBOA,
YTO TEHAEHUMS pacLUMPEHMS MPeaCTaBUTENbCTBA XEHLMH B MECTHbIX BbIOOPHbLIX opraHax Aans
KasaxctaHa no3nTtuBHas.

K coxaneHuto, OTCYTCTBYIOT AaHHble yyacTusi B Bblbopax uHBanuaoB, npeactasnsiowmx 3%
HaceneHusi cTpaHbl. OJHAKo eCcTb AaHHble O 3aMHTEePEeCOBAHHOCTM FpaXaaH C OrpaHWUYEHHbIMM
BO3MOXXHOCTSIMU B BbIABWKEHUM CBOMX KaHAMAATYP B anekTopanbHblii nepuoa 2012 roaa.

Hu3kaa aKTMBHOCTb YA3BUMbLIX TFPYNn HaceneHns (MHBaNWAOB, >XEHWWH W HepaboTatoLlen
MOSOAEXKM) B OCYLLIECTBMNEHUN rapaHTMpOoBaHHOrO KOHCTUTYUmen cTpaHbl NpaBa u3bvpatb 1 ObiTb
n3bpaHHbIM  BCreacTBMe HegoOCTaTOMHOW  OCBEAOMITIEHHOCTM O  BbIGOpHBIX Mnpoueccax U
BO3MOXHOCTU pelleHnsi npobnem CBOen coumanbHOW Trpynnbl 4vepe3 npeacraBuTeENEn B
3aKoHo4aTeNbHbIX OpraHax Unu HenocpeacTBEHHO, CTaB AenyTaToM;

HepoctaTouHbIN YpOBEHL MPAKTUYECKMX 3HAHWMMA M HABbIKOB MOMOAbIX YNEHOB MU30MpaTernbHbIX
KomMuccum



