
Venice Commission - Council of Europe    Commission de Venise – Conseil de l’Europe 
F-67075 Strasbourg Cedex   Tel. +33 (0) 3 88 41 38 23   Fax +33 (0) 3 88 41 37 38 

E-mail: venice@coe.int   Web site: www.venice.coe.int 

         
 
 

 
 CDL-UD(2021)030 

 
Or. Engl. 

 

EUROPEAN COMMISSION FOR DEMOCRACY THROUGH LAW 
(VENICE COMMISSION) 

 
in cooperation with 

 
THE MINISTRY OF DIGITAL TRANSITION AND ADMINISTRATIVE REFORM 

OF THE KINGDOM OF MOROCCO 
 

 

PRINCIPLES AND STANDARDS FOR TRANSPARENCY AND GOOD 
GOVERNANCE IN PUBLIC ADMINISTRATION 

 

by 
 

Ms Helen DARBISHIRE 

(Executive Director, Access Info Europe) 

 

 
 

 
 
 
 

 
The Unidem Med project is implemented in the framework of the European Union/Council of Europe joint programme  

“Regional Support to Reinforce Human Rights, Rule of Law and Democracy in the Southern Mediterranean” (South Programme IV) 
 
 
 

This document has been produced as part of a programme co-funded by the European Union and the Council of Europe.  
The views expressed herein can in no way be taken to reflect the official opinion of either party. 

Regional seminar for high level civil servants 

14th UniDem Med 
 

" GOOD GOVERNANCE AND QUALITY OF  
PUBLIC ADMINISTRATION” 

 
Videoconference, Morocco  

 
1-2 December 2021 

mailto:venice@coe.int
http://www.venice.coe.int/


 
The Right of access to information: 

 

Towards a more open and transparent administration. 
  

By Helen Darbishire, Executive Director, Access Info Europe 

 

Paper prepared for the Regional seminar for high level civil servants as part of the 14th UniDem 

Med meeting on "Good Governance and Quality of Public Administration”  

Organised by the European Commission for Democracy through Law (Venice Commission) in co-

operation with the Ministry of Digital Transition and Administrative Reform of the Kingdom of 

Morocco  

Videoconference, 2 December 2021   

This session will measure the progress made on both sides of the Mediterranean regarding the right 

of access to information and more particularly the challenges of implementing the Council of 

Europe Convention on Access to Official Documents (Tromsø Convention). The challenges of 

implementing this right for citizens, particularly in the age of digital technology and open data, will 

be discussed. The ever-increasing demand for transparency is a challenge to which the public 

administration must respond with constantly renewed standards and principles. 

 

1. Tromsø and the History of the Right of Access to Information  

The Tromsø Convention has been in force since 1 December 2020, with 11 ratifications to date, and 

more countries having signed and in the process of ratification – including Spain which signed on 

23 November 2021.  

The Tromsø Convention sets out the basic ground rules for the public to obtain information from 

public bodies, and I will run through its main elements.  

But before I do that, I’d like to look at the right of access to information more broadly and to 

examine what this right is, where it’s come from, and how it fits with the international human rights 

system today.  

I’d say that the right of the public to access information is both a young right and yet also an old 

right. It’s an old right because the first law recognising this right is the 1766 Swedish Freedom of 

the Press Act, which was a constitutional law giving the public the right of access to documents 

held by the administration, linked to freedom of expression. So right from the beginning the concept 

was that information was needed to exercise the right of access to information, and when that 

information is held by public bodies there is a reinforced right to it.  

Around about the same time, Article 14 of the French Declaration of the Rights of Man and the 

Citizen of 1789 established a right to follow the use of taxes.  

I don’t have time to give you the full history here, but just to say that things went slowly after that 

until the second part of the 20th Century. That said, the principle of openness as an essential way to 

control power continued to develop – in political philosophy and also in law, and with democratic 

principles such as open court proceedings and the requirement that laws be debated and adopted in 

public and then published in official journals for all to see.  
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It was, however, only from the 1970s onwards that the right really started to be enshrined in laws 

giving the public access to documents held by the public administration. The US Freedom of 

Information Act dates from 1966 although it was strengthened on various occasions after that, such 

as after the Watergate scandal.  

In Europe 1978 saw the adoption of both the French and the Dutch access to documents laws. The 

French Law of 1978 LOI n° 78-753 du 17 juillet 1978 portant diverses mesures d'amélioration des 

relations entre l'administration et le public – and I note here that it’s more of a good administration 

measure than a fundamental right of the citizens, but that is fine as it’s very much part of good 

administration.  

In 1981, the Council of Europe adopted a Recommendation to member states on “Access to 

Information Held by Public Bodies” which requires that: “Everyone within the jurisdiction of a 

member state shall have the right to obtain, on request, information held by the public authorities 

other than legislative bodies and judicial authorities.”1 It is interesting here that the focus is on the 

administration, but that’s also fine as the judicial and legislative branches already have their degree 

of proactive transparency.  

Democratic countries started to adopt access to information laws (sometimes called freedom of 

information laws) during the 1980s and then, after the fall of the Berlin wall in 1989, there was a 

wave of adoptions in new democracies, first in Central and Eastern Europe and then in Latin 

America, and, more gradually, across Africa, North Africa and the Middle East, and Asia, so that 

we have 135 laws globally now. There are countries, including in the Mediterranean region that still 

don’t have such laws and while 46 out of 47 Council of Europe member states do, one, Andorra, is 

still an outlier, although it does have a draft law.  

In 2002, the Council of Europe promulgated Recommendation (2002)2 of the Committee of 

Ministers to member states on access to official documents, which was very influential in setting 

standards across Europe. In particular, it influenced the younger laws in central and eastern Europe 

(Slovenia, Croatia, Serbia) and was even referred to as an important standards text in the Latin 

American region.  

Then in 2006 drafting started on what is now the Council of Europe Convention on Access to 

Official Documents – the Tromsø Convention - and I just note that I was present as a civil society 

observer in every one of the drafting sessions of the Convention.  

Ok, so we have laws and standards, but is it a right? Yes, it is! This has been confirmed by various 

international human rights bodies, including the Inter-American Court of Human Rights in 2006, 

very clearly linking it to freedom of expression, by the UN Human Rights Committee in 2011 in its 

General Comment No. 34 on Article 19 of the International Covenant on Civil and Political Rights.  

Similarly, this has been supported by the European Court of Human Rights in a series of cases, 

starting with the Társaság a Szabadságjogokért, (Hungarian Civil Liberties Union, TASZ) v. 

Hungary case of April 2009. Here the Court argued that when a public body holds information 

which is essential either for the media to play their role as “public watchdogs” or for civil society to 

play a “social watchdog” function, then to withhold that information is an interference with freedom 

of expression, and hence is protected by Article 10 of the European Convention on Human Rights 

 

1 Recommendation No. R (81) 19 of the Committee of Ministers to Member States on the Access to 

Information Held by Public Authorities, 

http://www.coe.int/t/dghl/standardsetting/media/doc/cm/rec%281981%29019_EN.asp. Emphasis added. 
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which protects freedom of expression.2 The judges arrived at this conclusion using the logic that 

when a public body holds information and refuses to release it, it is exercising the “censorial power 

of an information monopoly” and hence the interference with freedom of expression.3  

A further important European Court of Human Rights judgment came in June 2013 in the case of 

the Youth Initiative for Human Rights v. Serbia. The case concerned the refusal of the Serbian 

intelligence agency to provide the appellant civil society organisation with information about 

electronic surveillance, even after it had been ordered to do so by the Serbian Information 

Commissioner.4 In finding a violation of Article 10, the Court underscored the existence of a right 

of access to information and cited the Human Rights Committee General Comment 34, as well as 

declarations by the United Nations Special Rapporteur on Freedom of Opinion and Expression, the 

OSCE Representative on Freedom of the Media, the OAS Special Rapporteur on Freedom of 

Expression, and the ACHPR (African Commission on Human and Peoples’ Rights) Special 

Rapporteur on Freedom of Expression, which also confirm the existence and scope of the right of 

access to information.5  

Now, the European Court of Human rights has been a bit more hesitant in recognising a full right in 

all cases, but it has clearly state that this right is one that is linked to freedom of expression as set 

out in Article 10 of the European Convention on Human Rights, and has emphasised the particular 

role of social watchdogs such as civil society organisations and journalists in obtaining official 

information.  

It is important to note that the UN Human Rights Committee made clear that the right has two sides 

to it: the obligation to respond to requests, and to provide information with limited exceptions, and 

to proactively publish information of relevance.  

The European Court of Human Rights has not pronounced clearly on the proactive obligation but in 

a decision of 28 November 2013 in a case against Austria in which a civil society organisation was 

seeking information about land records from a regional land register, the Tyrolean Real Property 

Transactions Commission, not only did the court rule that the refusal to provide this information 

was a violation of freedom of expression, but stated that given the “considerable public interest” in 

the land records, it “finds it striking that none of the [Property Transaction] Commission’s decisions 

was published, whether in an electronic database or in any other form.”6 In this way, the Court for 

the first time hinted, if only in the most subtle way, at the possibility of obligations to proactively 

publication information.  

 

 

                                                            April 2009, para. 36, 

http://hudoc.echr.coe.int/sites/eng/pages/search.aspx?i=001-92171. Paragraphs 36 and 38.  
3 Ibid, Paragraph 36.  
4 Case of the Youth Initiative for Human Rights v. Serbia 

http://hudoc.echr.coe.int/sites/eng/pages/search.aspx?i=001-120955. Last accessed 10 January 2014.  
5 Ibid, paragraphs 13, 14 and 15.  
6 Case of Österreichische Vereinigung zur Erhaltung, Stärkung und Schaffung eines wirtschaftlich gesunden 

land- und forstwirtschaftlichen Grundbesitzes v. Austria, 

http://hudoc.echr.coe.int/sites/eng/pages/search.aspx?i=001-139084. Last accessed 10 January 2014. 

Paragraph 46 cited.  

http://hudoc.echr.coe.int/sites/eng/pages/search.aspx?i=001-92171
http://hudoc.echr.coe.int/sites/eng/pages/search.aspx?i=001-120955
http://hudoc.echr.coe.int/sites/eng/pages/search.aspx?i=001-139084
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Many access to information laws and other laws require proactive publication and even if this 

dimension is not fully developed in the Tromsø Convention, comparative law and practice makes it 

clear that this is part of the right.  

So, we have a right of access to information which has two elements: obligation to publish and to 

respond, with limited exceptions, and linked to freedom of expression.  

2. A right with what value?   

A fundamental right doesn’t need to serve a purpose of course. The right to life just is, as is the right 

to freedom of expression, and so, as the European Court of Human Rights has made abundantly 

clear, as long as my words don’t cross the line into incitement to violence or hate speech, I am free 

to say some pretty silly things, which I confess that I sometimes do!  

It is useful, nevertheless, to consider the value of government transparency from the perspective of 

good administration. We can identify numerous benefits that flow from making information public.  

The fight against corruption: A strong is often made between making information public and the 

fight against corruption. There are two ways in which greater transparency has this effect. The first 

is that it may be that when information is disclosed, fraud or other abuses will be uncovered. The 

second is that greater transparency reduces the space in which corruption can occur.  

This is definitely the case. It’s certainly true that a transparent administration will reduce the risks 

of corruption, and that social watchdogs such as journalists and civil society organisations may 

obtain information that exposes corruption, and that is of course a good thing for promoting greater 

integrity in public life.  

This is precisely why we have a whole series of requirements for certain types of information to be 

made public, such as public procurement contracts, or lobby registers, or assets and conflict of 

interest declaration, and including of course much detailed information on the spending of public 

funds.  

These are mechanisms which are evaluated and promoted by anti-corruption bodies, under the UN 

Convention on Access to Official Documents and, at the Council of Europe level by GRECO, the 

Group of States against Corruption, which regularly makes recommendations to member states on 

how to increase levels of transparency.  

That said, it’s really important to underline that combatting corruption is not the only reason for 

opening up your information and being more transparent.  

But it’s not the only reason, and I’d highlight three other important reasons.  

(i) Information for greater participation 

When stakeholders are information, they are better able to have an input into decision 

making, which in turn can lead to better decisions that genuinely take into account the 

perspectives and needs of the public.  

Here I want to say a word about lobbying. Now, if the definition of a lobbyist is someone 

outside of official government structures and processes who tries to influence decisions and 

law making, then I am actually a lobbyist! For that reason, I am registered in all relevant 

lobby registers, such as the European Union’s Register, known as the Transparency 

Register. Lobbying is not only about big business: small and medium enterprises, civil 

society organisations, grass roots, organisations, and others can engage in lobbying. Of 

course, they don’t have the same resources as big multinational companies, which is why we 
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need rules that regulate lobbying and why we need to have good levels of transparency. If 

well regulated, lobbying is a way in which those interested in a decision can take the 

initiative to present their perspectives.  

 

I would stress that there is a difference between participation processes and lobbying, and it 

is important for governments proactively to organise participation and to make it easier for 

all stakeholders and for members of the general public to have their say, particularly in 

decision that might affect them. This is why we often see a lot of participation exercises at 

the local level, allowing the public to engage with the planning in their municipality.  

 

The key here is that any kind of participation needs the public to be informed in advance, 

and that is why there is an increasing recognition that transparency applies to ongoing 

decision making as well as to other activities of government. If information is only released 

in after decisions have been taken then it’s too late for the public to engage, hence 

information has to be made public, ideally proactively, and in a timely fashion.  

 

(ii) Greater legitimacy of decisions / combatting disinformation 

 

A second good reason for working on both proactive and reactive transparency is that it can 

result in greater legitimacy of decisions. Furthermore, ensuring that good quality official 

information is available on government websites can help all those who are working to 

combat misinformation and disinformation.  

 

These are benefits of transparency that should be a priority for all those concerned about 

declining levels of trust in government, with the public feeling distanced and with “fake 

news” circulating widely – problems that are widely recognised to be threats to threat to 

democracy itself.  

 

If a decision-making process is open and participatory it is far easier for the public to 

understand how and why decisions were taken and to support or, at least, accept those 

decision. This is a lesson that was learned from the Covid-19 pandemic thus far, in some 

countries better than in others.  

 

Similarly, it is important the public and professional fact checkers are able to have rapid 

access to accurate information so that they can disseminate the counter narrative to that 

being put out by those spreading misinformation.  

 

(iii) More efficient public administration  

 

A third good reason for investing in transparency is that it can result in a more efficient 

public administration.  

 

The greater efficiency comes about in two ways. The first is that, by better organising your 

information so that you can make it public, you will have your department’s information 

better organised for your own internal decision making.  

 

The second is that one of the main users of information that is published proactively is 

actually other parts of government. I can assure you that many times public officials around 
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the world have said to me that their own colleagues – in the same ministry or municipality or 

in a different one – have told them how useful it is to be able to find the information easily, 

without having to request it from another public body. Given the number of people who 

work in public administrations these days, and given the huge quantity of information 

generated in this information age, this is a really important consideration for you. It also 

helps justify any extra effort that is required to organise your information so that you can be 

more transparent.  

3. Main elements of Tromsø  

The Convention on Access to Official Documents, the Tromsø Convention, is actually quite a 

short text.  

A first point to underscore is that the Convention clearly permits any party to have higher 

standards (Article 1.1) and the Explanatory Memorandum makes clear that the Council of 

Europe’s Human Right Committee (CDDH) approved this Convention in the understanding 

that it is a “core of basic obligatory provisions” and that states parties “undertake to implement 

rigorously this minimum core of basic provisions”. So, being basic, there is nothing optional 

about the provisions of the Tromsø Convention.  

I will address here six key aspects of the Convention:  

- A right of everyone  

- Broad definition of document  

- The scope of public bodies 

- Easy requests and fast responses  

- The exceptions and the harm and public interest test 

- The requirement for independent oversight of the right 

 

(i) A right of everyone  

Consistent with international recognition of the right of access to information as a fundamental 

human right, and hence a universal one, the Tromsø Convention requires states parties to 

“guarantee the right of everyone, without discrimination on any ground, to have access, on 

request, to official documents held by public authorities.” (Article 2.1).  

The non-discrimination aspect is underlined by the requirement that “Requests for access to 

official documents shall be dealt with on an equal basis” (Article 5).  

This means that it is not only citizens and residents of a particular country who have that right, 

but anyone from anywhere in the world. Of course, there will be practical issues, such as using 

an official language of the state from which you are requesting the information, but the 

principle is clear.  

In line with this, Article 4 requires that formalities should be limited and that applicants shall 

not be obliged to give reasons for the request. Furthermore, the Convention encourages – 

although does not require – states parties to “give applicants the right to remain anonymous 

except when disclosure of identity is essential in order to process the request.” 

It is actually pretty rare for identity to be essential, given that in most countries in Europe, 

requests for personal data are channelled via different processes established by data protection 

rules. Hence there is almost no need to know the identity of an applicant. After all, the decision 

that is being taken is whether the information can be made public or not. We should recall that, 
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once information has been disclosed, it is linked to the requesters right to freedom of 

expression, and hence he or she can refer to it and share it, in line with the right to freedom of 

expression.  

(ii) Broad definition of document  

I would argue that the definition of what is an “official document” is the most important and 

valuable contribution of the Tromsø Convention to international standard setting on the right of 

access to information.  

This is because the definition is very clear, and it contributes to breaking down the artificial 

barrier between “internal” and “public” documents – a barrier which still exists, regrettably, in 

the mind of many bureaucrats to this day. 

The definition, in Article 1.2(b), simply states that “official documents means all information 

recorded in any form, drawn up or received and held by public authorities.” 

Hence any document, whenever it was created or by whom, can be requested. This does not 

mean that the document will be disclosed – for that we need to take into consideration the 

exceptions as well – but at least there is a right to ask for anything, and, importantly, for any 

“information” in any format, which can include everything from excel sheets to photos to tape 

recordings. The French Commission on Access to Administrative Documents (CADA) has 

determined that the source code of algorithms is a “document”, in some jurisdictions text and 

WhatsApp messages are covered, and elsewhere it’s possible to get handwritten notes.  

In line with the requirement that all information held by public bodies falls under the scope of 

the right to request and receive information, the Explanatory Memorandum makes clear that 

archives are also included, stating that “Official documents transferred to archives remain 

under the scope of this Convention” (Article 15).  

(iii) Scope of public bodies 

The definition of the scope of the right in Tromsø is actually my least favourite part of the 

Convention, and one which civil society heavily criticised at the time of its adoption as being 

too narrow.  

The Convention apply to “public authorities” defined as government and administration at 

national, regional and local level, as well as legislative and judicial authorities insofar as they 

perform administrative functions according to national law, and also to natural or legal persons 

insofar as they exercise administrative authority (Article 1). 

That is positive, but it leaves the non-administrative functions of legislative and judicial bodies, 

along with natural or legal persons insofar as they perform public functions or operate with 

public funds out of the mandatory scope for states parties.  

In fact, surveying the access to information laws of the Council of Europe region, the situation 

is not too bad. As confirmed in the recent Parliamentary Assembly of the Council of Europe 

Recommendation 2204 (2021) on Media freedom, public trust and the citizens’ right to know, 

adopted on 22 June 2020, 31 out of 46 access to information laws in the Council of Europe 

region do apply to the legislative branch – which is two thirds, which is not too bad. For the 

judicial branch, 25 out of these 46 access to information laws apply fully to the judicial branch, 

which is over half (the glass is more than half full) and while not ideal, clearly points to a trend 
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in the direction of including all branches of government under the scope of the obligations of 

the right of access to information.  

It is important to note that the trend globally is to apply the right of access to absolutely every 

branch of the state power, and hence I am optimistic that most countries which sign and ratify 

the Tromsø Convention will eventually sign up to these optional provisions.  

(iv) Easy requests and fast responses  

There are various important procedural aspects in Tromsø which relate to the processing of 

requests. These include public authorities shall help applicants with their requests, and that if a 

public body does not hold the information, then they shall try to find out who does.  

Furthermore, and very importantly, responses must be rapid. The Convention specifically 

requires that “A request for access to an official document shall be dealt with promptly. The 

decision shall be reached, communicated and executed as soon as possible or within a 

reasonable time limit which has been specified beforehand” (Article 5).  

Although the drafters of the Convention shied away from identifying particular timeframes, it is 

noted that the average in the current laws around the Council of Europe region is around 15 

working days (although there is a range of timeframes across the region) and that the European 

Union’s own rules establish 15 working days with a 15-day extension.  

What is clear is that these are maximum timeframes and that the responses should be provided 

as soon as possible.  

(v) Exceptions: The Harm and Public Interest Tests  

A very important aspect of the Convention is that it sets out, in Article 3, a finite set of grounds 

on which states parties may deny access to official documents. It is required that the limitations 

be set down precisely in law, be necessary in a democratic society and be proportionate to the 

aim of protecting one of eleven interests: 

a) national security, defence and international relations; 

b) public safety; 

c) the prevention, investigation and prosecution of criminal activities;  

d) disciplinary investigations; 

e) inspection, control and supervision by public authorities; 

f) privacy and other legitimate private interests; 

g) commercial and other economic interests;  

h) the economic, monetary and exchange rate policies of the state; 

i) the equality of parties in court proceedings and the effective administration of Justice; 

j) environment; or 

k) the deliberations within or between public authorities concerning the examination of a 

matter. 

There is actually an optional additional grounds for denying information, which is that of 

protecting communications between the government and the Royal Family, should a country 

both have a royal family and seek to invoke this exception.  

These are not, however, blanket exceptions, because each one may only be invoked if, on the 

one hand, disclosure of the requested information would or would be likely to harm one of the 

protected interests and unless there is an overriding public interest in disclosure.  
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This harm and public interest test is a key feature of many access to information laws, but it is 

also one of the most complex aspects to apply in practice, and hence public officials responsible 

for implementing the laws need extensive training on how to do so, particularly in countries 

with relatively new laws, which have not yet developed a strong transparency culture.  

(iv) Independent Oversight 

Ensuring that applicants have a relatively easy way to appealing against refusals and defending 

their right of access is another feature of the Tromsø Convention.  

Article 8 requires that there shall be an “expeditious and inexpensive review procedure” as well 

as the right of appeal to a court or another independent and impartial body established by law.  

The Convention does not go as far here as requiring the establishment of an information 

commissioner or similar oversight body, and it is agnostic on whether there should be internal 

administrative appeals or not, reflecting the very mixed practice around the Council of Europe 

region, but what is clear is that there must be easy to use, cheap, and agile appeals processes put 

in place.  

 

4. Proactive Publication: An obligation under the right of access to information   

Article 10 of the Tromsø Convention is on the documents that shall be made public at the initiative 

of public authorities.  

Specifically, it states that:  

At its own initiative and where appropriate, a public authority shall take the necessary 

measures to make public official documents which it holds in the interest of promoting the 

transparency and efficiency of public administration and to encourage informed 

participation by the public in matters of general interest. 

The raison d’être for proactive publication – that it increases transparency without the need for 

requests, hence making the work of the public administration more efficient, and also permits 

citizens to become involved in the decision-making process is underlined in the Explanatory 

Memorandum (Paragraph 71).  

What neither the Convention nor the Explanatory Memorandum do is to define precisely which 

information which should be published proactively. The Explanatory Memorandum does, at least, 

shed some light on this by giving an indicative lists based on good practices from some countries, 

noting that it is typical for public bodies to be required to publish information about their 

“structures, staff, budget, activities, rules, policies, decisions, delegation of authority, information 

about the right of access and how to request official documents, as well as any other information of 

public interest” (Paragraph 72). In this way the Tromsø Convention goes further than the 

recommendation of the UN Human Rights Committee which merely requires that information of 

relevance be published proactively.  

The Explanatory Memorandum also recommends that own-initiative publication be done on a 

regular basis, and “in formats including the use of new information technologies (for example web 

pages accessible to the public) and in reading rooms or public libraries, in order to ensure easy, 

widespread access” (Paragraph 72). 
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It is suggested that “one criterion which public authorities may use to determine which documents 

should be published proactively is if a document, or a particular kind of document, is frequently 

requested” (Paragraph 73).   

There is, however, no further guidance on what might be in the public interest nor how to determine 

it.  

Civil society groups such as Access Info and Sustentia have more recently mapped the typical 

classes of information that are made available proactively in order to develop a proactive 

publication standard, the latest version of which is attached as Annex A to this paper.  

An overview of the classes of information detailed in this standard includes:  

State Level Information and Data Institutional Level Information and Data 

National Laws, and draft legislation  

Government Budget & Spending  

Judicial Information  

Election Data  

National Statistics  

Health Sector performance 

Education  

Crime Statistics  

Media and Internet  

Environmental and Climate Change data  

Migration  

National Geo-Spatial Data  

Land Ownership  

Transport Data  

Public Procurement  

Company Register  

Weather Forecast  

Right of Access to Information  

Institutional Information 

Organisational Information 

Operational Information 

Policies, Acts, Decisions  

Budget Information 

Public Procurement and Contracts  

Grants and Subsidies  

Expenditure on Travel, Missions, Entertainment  

Public Officials  

Open Meetings  

Decision-Making & Public Participation 

Interest Groups & Lobby Transparency  

Public Services, Complaints, Whistleblowers  

Datasets & Statistics  

Publications  

Transparency & the Right to Information 

 Chart courtesy of Access Info Europe  

 

5. Practical Challenges for Public Administrations  

Having a law is, of course, only the first step in developing a strong access to information regime of 

the kind required by the Tromsø Convention. There are as series of practical considerations that 

public administrations will have to consider to ensure that implementation of the access to 

information rules are effective.  

This is the internal infrastructure needed to comply with the obligation to provide information to the 

public in a timely and comprehensive manner. There are five key aspects to this:  

(i) Data management and record keeping  

Good information and data management is an essential underpinning of any transparency system: 

you need to be able to find the data and documents that are requested and that you are going to 

publish proactively. You also need to ensure that these documents are created in the first place, 

which is why it’s imperative to have clear rules and standards on record keeping.  
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For instance: you need to ensure that meetings of minutes are actually drawn up, that they are linked 

in your archiving system to documents shared before, during, or after a meeting or a decision-

making process, so that they can be retrieved rapidly upon receipt of a request.  

This means having a set of rules and procedures governing archival and retrieval – because, don’t 

forget that historical documents can also be requested. What that means in practice is that if you and 

a meeting last week and a few documents were shared at it and a decision was taken, you might 

well remember which they were and be able to find them easily. But time passes quickly, and in 

five years’ time, with staff having changed, will you be able to find as quickly all the documents 

that were used in taking the important decisions that you are taking today?  

(ii) Transparency by Design 

It is also really important to anticipate, plan for, or “design in” transparency – something that is also 

referred to as “transparency by design”. What this means is you need to think about how you are 

collecting data, so that you can make it public.  

For example, when you are collecting data on a public consultation with the plan that the 

submissions could be made public later, you will need to think about asking members of the public 

if they agree to having their names and ideas made public as per your national data protection rules. 

Or you can make it a precondition of a process that all lobbyists who are in the lobby register and 

participate in public consultations will have their names made public.  

For example, in the European Union, the names of recipients of agricultural subsidies under €1,250 

is not published if they are private persons, but over that amount it should be public. That means 

that you need to ensure that you prepare your database so that you can make it public and still 

protect the privacy of some people.  

Similarly, you need to think about how you name your documents so that you can find them with 

quick searches. If your “minutes of meetings” are sometimes also called “notes of proceedings” that 

will inevitably complicate things, so it’s better to plan to have standard terminology that everyone 

uses.  

(iii) Digitalisation 

It’s really important in the third decade of the 21st Century to ensure that information is stored in a 

digital and machine-readable, open source format. This means that you and your colleagues will 

need to let go of the idea that it’s only an official document if it’s been given an official number, 

been printed, been signed and stamped and then scanned as an image stored in a PDF! That may 

look more “official” but it’s really hard for the public to use, and hence that kind of approach 

actually limits freedom of expression and hence is a restriction on the right!  

The sooner you invest in moving from paper-based systems to well-designed digital systems, the 

better it will be for transparency and also the better it will be for your public authority as you will be 

better organised and so more efficient.  

(iv) Personnel 

It sounds obvious but you need to have public officials to work on both responding to requests and 

on proactive publication. These public officials need to be trained and retrained on a constant basis 

– they don’t need to know only about the text of the access to information law, but they need to 

know about the guidelines and the decisions of the information commissioner or oversight body 

and any court jurisprudence.  
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For example, if the law states that documents in preparation are exempt from release, there is often 

a tendency to refuse access to documents that are largely ready, but still being used or discussed, 

such as part of an ongoing decision-making process. Given that decision-making processes can last 

many months, or even years, this can result in the public being denied access to crucial information 

that is needed to participate in public debate around that particular decision.  

It may be that the law has not been very clear on this point, but once an information commissioner 

or a court has ruled firmly that a document in preparation is a document that is half written on 

someone’s computer, not a document that has been shared with a dozen or more other public 

officials, then every information officer needs to be trained on this jurisprudence so that they can 

apply the access to information law correctly henceforth.  

(v) Internal systems for handling requests.  

One of the biggest challenges that many public bodies face is meeting the deadlines set out in ati8 

laws. In part this is for reasons of lack of good document management systems, as already 

commented upon above.  

Another key problem is that there is a failure to establish clear internal system for handling the 

request. For instance, if there is a 15 working day time frame, and if the head of unit needs two 

days to review and sign off on the final decision to release or not the information, that leaves only 

13 working days to prepare the answer. If the legal department needs another two working days, 

that leaves only 11. If the initial review of the request and passing it to the department which has 

the information will take one day, then the department that holds the requested document has just 

10 working days. Which is fine if they do indeed hold all that has been requested, but if not, and if 

there needs to be coordination with other departments, then the time quickly evaporates.  

For these reasons a very clear internal process must be established and everyone in the chain needs 

to be informed about it. Furthermore, there needs to be a plan for what happens if, for example, the 

head of unit is out of the office for a trip or conference, of if the lawyers have a court case going on 

and are busy, or if the information officer is on annual vacation. All this needs to be anticipated and 

planned for.  

Furthermore, it is recommended that not every single request and response has to be passed by the 

lawyers or signed off by the head of unit. There will be many requests for standard classes of 

documents such as spending data or project planning, much of which can be tagged at the moment 

of creation as something that can be released (hence the importance of the “transparency by 

design”). This means that requests for basic information can be released well within the maximum 

time frame, in compliance with the Tromsø Convention requirement that requests be responded to 

“promptly” and “as soon as possible”.  

As the European Court of Human Rights has affirmed “news is a perishable commodity” – it loses 

its value if it is not allowed to circulate freely in a timely manner – and the same goes for 

information: information is both a valuable and a perishable commodity and the public should be 

provided with access to information as soon as possible, in line with the recognition that this is a 

fundamental right.  

 ends  
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PROACTIVE PUBLICATION STANDARDS 

 
Developed by Access Info Europe and Sustentia 

 

The UN Human Rights Committee has stated:  

To give effect to the right of access to information, States parties should proactively 

put in the public domain Government information of public interest. States parties 

should make every effort to ensure easy, prompt, effective and practical access to such 

information. 

This definition of which information should be published proactively is based on an extensive 

survey of legal frameworks, model laws, and on the work done by the open data community in 

promoting proactive publication of specific data sets.  

It is noted that these standards for proactive publication, like the right of access to information, 

always take into consideration the legitimate exceptions permitted for the right of access to 

information, which include protection of any information that would harm the privacy or data 

protection rights of private individuals, as well as other considerations such as protection of 

national security or commercial secrets (subject only to appropriate harm and public interest 

tests). Hence not all possible information in every category will be published.  

As an example, information on grants and subsidies may be published for larger subsidies to 

commercial interests, to industry or to farmers, but not to private individuals in situations of 

privation receiving some kind of social security support.   

Part I looks at state level publication 

Part II at what should be made available by each institution  

 

 

I. State Level Publication of Information and Data  

At the state level, all the following information should be available. Some of it will be on a 

centralised website or data portal, or in other cases it will be on the website of the relevant 

ministry. For key information, the data should be collected from all relevant public bodies and 

private bodies performing public functions and published centrally to ensure that it is easily 

findable and accessible for the public.  
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1. National Laws, and draft legislation  

- All national laws and statutes available online, in consolidated versions as in force 

along with history of modifications.  

- Draft laws prepared by administration as well as those being considered by the national 

parliament, along with details of timeframes, opportunities for comment, structured 

participation processes.  

2. Government Budget & Spending  

- National government budget with planned expenditure for the upcoming year 

- Income, included detailed tax income data  

- Updated budget with actual expenditure  

- Expenditure reports, detailed, regularly updated, and available for previous years 

- Audit reports and evaluations (all historic copies must be available) 

3. Judicial Information  

- Database of court decisions  

- Data on civil, criminal, and administrative court processes, including on timeframes 

and on outcomes  

4. Election Data  

- Election Results  

- Results by constituency / district for all major national electoral contests.  

5. National Statistics  

- Key national statistics on demographic and economic indicators such as Gross 

Domestic Product (GDP), or unemployment and population statistics. 

- Census data  

- Trade data: Details of the import and export of specific commodities and/or balance of 

trade data against other countries. 

- All SDG datasets not covered by other categories here, gathered in one place, in an 

open data, easily accessible format.   

6. Health Sector performance 

- Statistics generated from administrative data that could be used to indicate performance 

of specific services, or the healthcare system as a whole. Including, mortality and 

survival rates; levels of vaccination; levels of access to health care; health care 

outcomes for particular groups; and waiting times for medical treatment.  

7. Education  

- Data on performance of education system Test scores for pupils in national 

examinations (not only rates of approvals); School attendance rates; Teacher attendance 

rates. 

8. Crime Statistics  

- Statistics on levels and nature of crime, with high granularity on types of crime and 

geographical data, which should include, specifically:  

o Gender crimes data  
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o Attacks on freedom of expression: data including attacks on and killing of 

journalists, human rights defenders, and environmental activists  

9. Media and Internet  

- Data on radio and broadcast licences issued along with all official data on viewing 

figures  

- Data on Transparency of Media Ownership (all media outlets) 

- Data on state funded advertising  

- Data on levels of internet access (disaggregated by income, gender, age, race, ethnicity, 

migratory status, disability, geographic location, etc.)  

10. Environmental and Climate Change data  

- Environmental Impact Assessments  

- Emissions data  

- Air quality data: data about the daily mean concentration of air pollutants, especially 

those potentially harmful to human health.  

- Water Quality: data on the quality of designated drinking water sources and 

environmental water sources.  

- Biodiversity monitoring data  

11. Migration  

- Data on immigration and emigration  

- Data on integration, employment, and well-being of migrants  

12. National Geo-Spatial Data  

- A geographical map of the country including national traffic routes, stretches of water, 

and markings of heights. The map must at least be provided at a scale of 1:250,000 (1 

cm = 2.5km).  

- Database of postcodes/zipcodes and the corresponding spatial locations in terms of a 

latitude and a longitude. 

- Data on administrative units or areas defined for the purpose of administration by a 

(local) government.  

13. Land Ownership  

- Land ownership data (cadastre): Map of lands with parcel layer that displays 

boundaries in addition to a land registry with information tenure of all parcels of land.  

14. Transport Data  

- Transport data with details of when (times) and where (stops) public transport services, 

such as buses and rail services, are expected to operate.  

15. Public Procurement  

- Detailed information on public procurement processes, criteria, number of participants, 

amounts tendered, and outcomes of decision-making on tender applications with details 

of the bid and the awardee 

- Information regarding minor contracts (those issued with no tender process) with the 

names of contractors, values of contract, details of work to be performed 
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- Information on other agreements signed, with details on parties, purpose, value, term of 

duration, and amendments 

- Copies of contracts and agreements, interim reports, modifications of contracts, interim 

and final evaluations, and reports on completion of contracts, audit reports.  

16. Company Register  

- Database with all registered companies along with details of owners and annual 

accounts and reports from each registered company.  

Beneficial ownership register, with details of all owners including the ultimate, 

beneficial, owners of every company.  

17. Weather Forecast  

- 3-day forecasts of temperature, precipitation and wind.  

- All historical weather data as collected by the national meteorological agency.  

18. Right of Access to Information  

- Annual report on compliance with the right of access to information, with data on 

requests, including timeframes for responding, exceptions applied for refusals and all 

other relevant data.  

- Details of all appeals against refusals, including the decision of the independent 

oversight body (Information Commissioner, Transparency Council, Ombudsman’s 

Office, or other body as relevant).  

- Details of all court cases relating to the right of access to information (constitution 

and/or law), with the decisions of each court in the appeal process collected in one 

place.  

 

II. Institutional Level Publication of Information and Data  
This section sets out the information – including documents and data – that should be available 

about all public bodies and other bodies performing public functions and/or operating primarily 

with public funds. The data could be made available on a websites that permit it to be easily 

accessed institution by institution. This can be achieved a central, searchable website, and/or on 

the websites of each body.  

 

1. Institutional Information 

- Legal basis of the institution 

- Internal regulations  

- Description of functions and powers 

2. Organisational Information 

- Organisational structure, which should include key personnel, such as the head of the 

body and each department 

- Property (real estate) held by the public body 

3. Operational Information 

- Strategy and plans (annual and multi-annual)  

- Programmes with specific goals, activities  
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- Evaluations of compliance and results  

4. Policies, Acts, Decisions  

- Decisions, regulations, resolutions, agreements, other formal acts, particularly those 

that directly affect the public and/or constitute an interpretation of law or have legal 

effects. 

5. Budget Information 

- Budget – planned and actual  

- Income from all other sources (services, property, international organisations, etc.)  

- Expenditure reports, detailed, regularly updated, and available for previous years 

- Audit reports and evaluations (all historic copies must be available) 

6. Public Procurement and Contracts  

- By institution if not in a centralised database:  

- Detailed information on public procurement processes, criteria, number of participants, 

amounts tendered, and outcomes of decision-making on tender applications with details 

of the bid and the awardee 

- Information regarding minor contracts (those issued with no tender process) with the 

names of contractors, values of contract, details of work to be performed 

- Information on other agreements signed, with details on parties, purpose, value, term of 

duration, and amendments 

- Copies of contracts and agreements, interim reports, modifications of contracts, interim 

and final evaluations, and reports on completion of contracts, audit reports.  

7. Grants and Subsidies  

- Information on the beneficiaries of grants and subsidies, the objectives, amounts and 

reports on implementation and evaluation 

8. Expenditure on Travel, Missions, Entertainment  

- Travel expenses (transport, accommodation, meals, entertainment, other) of all senior 

and mid-level public officials  

- Summary of expenditure of all other public officials on  

- Meetings, events, and entertainment expenditure  

9. Public Officials  

- Names of senior personnel and their responsibilities along with their profiles, career 

information 

- Salaries of all ministers, elected officials, senior public officials (including politically 

appointed advisors), judges, directors of publicly run private companies, etc.  

- Salary scales by posts for all other officials  

- Assets declarations and conflict of interest declarations of all ministers, elected 

officials, senior public officials (including politically appointed advisors), judges, 

directors of publicly run private companies, etc.  

10. Open Meetings  
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- Information on meetings including which are open meetings and how to attend these 

meetings;  

11. Decision-Making & Public Participation 

- Copies of draft policies, decisions, and regulations along with evidentiary reports and 

impact assessments being used in the decision-making process, along with the time 

lines and decision-making moments, so as to permit public comment  

- Information on how to participate in structured consultation processes and, after each 

process, a report on how the public input was taken into consideration 

12. Interest Groups & Lobby Transparency  

- The agendas of all senior public officials  

- Minutes of all meetings held with lobbyists and other interest groups  

- Institutional / national lobby register   

13. Public Services, Complaints, Whistleblowers  

- Descriptions of services offered to the public, guidance, copies of forms, information 

on fees and deadlines;  

- Contact information for public, including citizen support/information service  

- Information on how to make formal complaints about the body, including institutional 

level mechanism and/or contact information of a relevant ombudsman’s office or 

similar  

14. Datasets & Statistics  

- Datasets and statistics gathered by the body should be indicated on the website of the 

body, and either available for download or with links to the relevant open data portal  

15. Publications  

- Information on publications issued, including whether publications are free of charge or 

the price if for sale 

16. Transparency & the Right to Information 

- Information on the right of access to information and how to request information, 

including contact information for the responsible person in each public body 

- Publication of requests received, information requested, appeals and outcomes  

 



The Tromso Convention 

& the Right of Access to Information 

Helen Darbishire / Access Info Europe 

@helen_access



Madrid 2006+ 



Convention du Conseil de l’Europe 
sur l’accès aux documents publics

Tromsø – 1 December 2020



offentlighetsprincipen

1766: Anders Chydenius

(Suède / Finlande) 



Tous les Citoyens ont le droit de 
constater, par eux-mêmes ou par 
leurs représentants, la nécessité 
de la contribution publique, de la 
consentir librement, d'en suivre 
l'emploi, et d'en déterminer la 
quotité, l'assiette, le recouvrement 
et la durée. 

Déclaration de droits de l’homme et du 

citoyen (1789) - Article 14



France, 1978

LOI n° 78-753 du 17 juillet 1978 
portant diverses mesures 
d'amélioration des relations entre 
l'administration et le public

+ Creaction de la CADA – La Commisión
d’accès au documents administratifs



Access to Information Laws
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36

84
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1766 1960 1970 1980 1990 2000 2010 2018



Council of Europe

 1981 Recommdation on Access to 
Information Held by Public Bodies 

 2002 Recommendation on Access to 
Official Documents (“documents 
publics”) 



Est-ce 
vraiment un 

droit? 



Le droit d’accès à la information et une parte 
inhérente de liberté d’expression 

La Cour Interaméricaine de Droits de 
l’Homme - 19 septembre 2006



La Court Européene de Droits de 
l’Homme
14 avril 2009 + 25 juin 2013 + 8 novembre 2016 ++ 



• Liée au droit de 
liberté d’expression

• Rôle des “social 
watchdogs” 

• Notions de 
“monopoles de 
l’information”

European Court of Human Rights



La Commission Africaine des 
Droits de l’Homme et des Peuples

Loi Type pour l’Afrique sur l’Accès à l’Information



EU Treaties - 2009



Liberté d’expression et information (Art.19)

La Committee de Droits de l’Homme 
des Nations Unies - 27 July 2011



Committee de droits de 
l’homme des Nations Unies

Le paragraphe 2 de l’article 19 vise un 
droit d’accès à l’information détenue 
par les organismes publics.

Cette information est constituée par les 
dossiers détenus par un organisme public, 
quelles que soient la forme sous laquelle elle 
est stockée, la source et la date de production. 



Pourquoi la transparence? 

1. La lutte contre la corruption 

2. La participation pour de meilleures 
décisions 

3. Une plus grande légitimité des 
décisions

4. Une administration publique plus 
efficace



Convention du Conseil de l’Europe 
sur l’accès aux documents publics

Tromsø – 1 December 2020



Droit de toute personne

Chaque Partie garantit à toute 
personne, sans discrimination aucune, 
le droit d'accéder, à sa demande, à des 
documents publics détenus par des 
autorités publiques



Aide

L’autorité publique aide, dans les 
limites du raisonnable, le demandeur à 
identifier le document public demandé.



Article 4 – Demandes d’accès 
aux documents publics

1. Le demandeur d'un document 
public n’est pas tenu de donner 
les raisons pour lesquelles il 
souhaite avoir accès audit 
document.

2. Les Parties peuvent donner le droit 
aux demandeurs de rester 
anonymes sauf si la divulgation de 
l’identité est essentielle pour traiter 
la demande.



Format de choix

... le demandeur a le droit de choisir de 
consulter l’original ou une copie, ou d’en 
recevoir une copie dans la forme ou le 
format disponibles de son choix, sauf si 
cette préférence n’est pas raisonnable.



« autorités publiques »

1. le gouvernement et l’administration aux 
niveaux national, régional et local ;

2. les organes législatifs et les autorités 
judiciaires dans la mesure où ils 
accomplissent des fonctions 
administratives selon le droit national ;

3. les personnes physiques ou morales, dans 
la mesure où elles exercent une 
autorité administrative.



« autorités publiques »

1. les organes législatifs pour ce qui 
concerne leurs autres activités ; 

2. les autorités judiciaires pour ce qui 
concerne leurs autres activités ;

3. les personnes physiques ou morales, dans 
la mesure où elles accomplissent 
des fonctions publiques ou fonctionnent 
grâce à des fonds publics, selon le 
droit national. 



Définition de “document”

On  entend  par  «documents  
publics»  toutes  informations  
enregistrées  sous  quelque forme 
que ce soit, rédigées ou reçues et 
détenues par les autorités 
publiques.



€ € € 



Informations pour participer



Listes des réunions



procès-verbaux des réunions



Documents reçus des tiers







Notes prise en réunions



Mais … ce n’est pas 
possible … 

toute l’information? 



Exceptions 

a) la sécurité nationale, la défense et les relations extérieures ;
la sûreté publique

b) la prévention, la recherche et la poursuite des activités criminelles

c) les enquêtes disciplinaires

d) les missions de tutelle, l’inspection et le contrôle par 
l’administration

e) la vie privée et les autres intérêts privés légitimes

f) les intérêts commerciaux et d’autres intérêts économiques

g) la politique économique, monétaire et de change de l’État

h) l’égalité des parties à une instance juridictionnelle et le bon 
fonctionnement de la justice

i) l’environnement

j) les délibérations au sein de ou entre les autorités publiques 
concernant l’examen d’un dossier.











Préjudice

vs 

intérêt public 



Importante!!! 

L’accès aux informations contenues 
dans un document public peut être 
refusé si leur divulgation porte ou 
est susceptible de porter préjudice
à l'un ou à l'autre des intérêts 
mentionnés au paragraphe 1, à 
moins qu’un intérêt public 
supérieur ne justifie la divulgation.



Importante!!! 

Le responsable de l’information qui refuse 
l’accès à une information demandée doit 
prouver que:
(a) l’information relève d’une des exceptions 
prévues par la présente loi; 

et
(b) le préjudice que sa divulgation risquerait 
de causer aux intérêts protégés par 
l’exception l’emporterait sur l’intérêt public 

qu’elle présenterait..













Publication 
Proactive 





Spanish Government 
Decree





Tromsø Article 10

De leur propre initiative et lorsque cela 
s'avère approprié, les autorités publiques 
prennent les mesures nécessaires pour 
mettre à disposition les documents publics 
qu’elles détiennent dans l’intérêt de 
promouvoir la transparence et l’efficacité de 
l’administration et pour encourager la 
participation éclairée du public à des 
questions d’intérêt général.



Publication proactive

• Structure, normes 

• Règles et procédures

• Information Financière –à la fois les 
budgets et les dépenses !

• Statistiques - SDGs

• Participation 

• Intégrité politique - GDB



5 Défis pratiques

1. Bonne gestion des données

2. Tenue de dossiers

3. La transparence dès la conception

4. Digitalisation (numérisation)

5. Ressources humaines



Merci bien!

Thank you!

helen@access-info.org
@helen_access


